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Release Notes for version 5.0: Below is a summary of the work done to the prior version (5.0) to cre-
ate this version.

The version is bumped to 5.0 because the directory server was removed by unanimous deci-
sion of T11, and because the top level clause humbering relative to FC-GS changed.

A few clarifications were made to the Alias Server.

Otherwise, assorted minor edits.

Release Notes for version 4.0: Below is a summary of the work done to the prior version (0.1) to cre-
ate this version.

The version is bumped to 4.0 to follow the convention of using the next higher whole rev (FC-
GS ended on version 3.3). FC-GS clause numbering was retained whenever possible (which
was nearly all of the time).

The maximum/residual size field was added to the CT_HDR.

The Overview for directory services was re-organized to include the Name Server. Some sec-
tions got their numbering changed as a result.

The latest version of the Name Server was incorporated. Also, the FS_RJT rules were grouped
mostly into a single location for ease of access and to save trees. The information presented in
some of the tables (like the command list) was expanded for ease of use; also, many of the
command mnemonics were made more, well, mnemonic (a cross reference between the old
and new has been added as an annex). The intent was to improve the readability of this section,
make it a little less dense.

The Security-Key Server had numerous internal inconsistencies which | attempted to clean up
without breaking it. The services were described in a mixture of ELS and FCS descriptions;
since this is an FCS document, | normalized them to be FCS Sequences. | also made several
notations consistent, or tried to. Someone should verify that | didn’t break it!

Every chapter of this document was in its own file, with its own style, design, and paragraph for-
mat definitions. | have attempted to unify all chapters to the same format, mostly for my own
sanity. | have also attempted to unify the documentation style somewhat, with consistent no-
menclature and appearance. Again, | hope that nothing was broken in the process. Better read
it to be sure...

| cleaned up some inconsistencies in the FC-CT clause; for example, sometimes “FS” is used,
other times “FCS”. | normalized on “FS”.

Annex B had about two pages or so of information hidden in the file, such that it was never print-
ed! | have exposed that information in this rev. Did anyone read this stuff when it was FC-GS?
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Foreword (This Foreword is not part of American National Standard X3.xxx-199x.)
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this document describes any ancillary functions and services required to support
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This standard was developed by Task Group T11 of Accredited Standards Com-
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the standard.
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ports are welcome. They should be sent to the NCITS Secretariat, Computer and
Business Equipment Manufactures Association, 1250 Eye Street, NW, Suite 200,
Washington, DC 20005.
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Standard Committee on Information Processing Systems, NCITS. Committee ap-
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ed for approval. At the time it approved this standard, NCITS had the following
members:

James D. Converse, Chair
Donald C. Loughry, Vice Chair
Joanne M. Flanagan, Secretary
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standard, had the following members:
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Introduction

The diagram below shows the relationship of this American National Standard (the
highlighted rectangle) with other Fibre Channel documents. ANSI X3.xxx, FC-PH-
2 specifies the enhanced functions added to ANSI X3.230, FC-PH. ANSI X3.xxx,
FC-FG and ANSI X3.xxx FC-SW are documents related to Fabric requirements.
ANSI X3.xxx, FC-AL specifies the arbitrated loop topology. ANSI X3.xxx; FC-SB,
FC-FP, FC-LE; FC-ATM; IPI-3 Disk; IPI-3 Tape and SCSI-FCP are FC-4 docu-

ments.
FC-SB FC-LE IPI-3 Disk Other
Mapping to Single Byte Link Revision to FC upper-layer
Command Code Sets || Encapsulation || IPI-3 Disk Std. protocols
FC-FP FC-ATM IPI-3 Tape SCSI-FCP
Mapping to HIPPI Mapping of Revision to SCSI-3 Fibre
Framing Protocol ATM/AALS IPI-3 Tape Std. || Channel Protocol
FC-PH-2 FC-AL
Fibre Channel Arbitrated Loop
Enhanced Physical
y FC-SW
FC-PH Switched Fabric

Fibre Channel Physical

and Signaling Interface

Fabric Generic requirements

FC-FG

Generic Services

FC-GS-2
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draft proposed AMERICAN NATIONAL STANDARD

dpANS X3.288-199x

draft proposed American National Standard

for Information Technology —

Fibre Channel —

Generic Services - 2 (FC-GS-2)

1 Scope

FC-GS-2 describes in detail the basic Fibre
Channel services introduced in ANSI X3.230,
FC-PH.

The Fibre Channel services described in this
document are:

Name Service

Management (SNMP) Service

Time Service

Alias Service

Security-key Service

2 Normative References

The following Standards contain provisions
which, through reference in the text, constitute
provisions of this Standard. At the time of publi-
cation, the editions indicated were valid. All
Standards are subject to revision, and parties to
agreements based on this Standard are encour-
aged to investigate the possibility of applying the
most recent editions of the Standards listed be-
low.

Copies of the following documents can be ob-
tained from ANSI: Approved ANSI Standards,
approved and draft international and regional

In addition, to the aforementioned Fibre Channel
services, the Common Transport (CT) protocol
is described. The common transport service pro-
vides a common FC-4 for use by the Fibre Chan-
nel services.

Standards (1ISO, IEC, CEN/CENELEC), and ap-
proved foreign Standards (including BSI, JIS,
and DIN). For further information, contact ANSI
Customer Service Department at 212-642-4900
(phone), 212-302-1286 (fax) or via the World
Wide Web at http://www.ansi.org.

Additional availability contact information is pro-
vided below as needed.

15



X3.288-199x Generic Services - 2 Rev 5.0 February 6, 1997

2.1 Approved references

(1]

(2]

3]

[4]

ANSI X3.230:1994, Information Technolo-
gy - Fibre Channel Physical and Signaling
Interface (FC-PH).

ANSI X3.297:1997, Information Technolo-
gy - Fibre Channel - Physical and Signal-
ling Interface-2 (FC-PH-2)

ANSI X3.272:1996, Information Technolo-
gy - Fibre Channel - Arbitrated Loop
(FC-AL).

ANSI X3.289:1996, Information Technolo-
gy - Fibre Channel - Fabric Generic
(FC-FG).

2.2 References under development

At the time of publication, the following refer-
enced Standards were still under development.
For information on the current status of the doc-
ument, or regarding availability, contact the rele-
vant Standards body or other organization as
indicated.

NOTE - For more information on the current status
of a document, contact the NCITS Secretariat at
the address listed in the front matter. To obtain cop-
ies of this document, contact Global Engineering at
the address listed in the front matter, or the NCITS
Secretariat.

(5]

[6]

[7]

(8]

ANSI X3.303:199x, Fibre Channel - Physi-
cal and Signalling Interface-3 (FC-PH-3),
T11/Project 1119D/Rev 9.4

ANSI X3.xxx-199x, Fibre Channel - Arbi-
trated Loop (FC-AL-2), T11l/Project
1133D/Rev 5.7

ANSI X3.xxx-199x, Fibre Channel - Back-
bone (FC-BB), T11/Project 1238D/Rev ?.?

ANSI NCITS TR-20-199x, Fibre Channel -
Fabric Loop Attachment (FC-FLA),
T11/Project 1235DT/Rev 2.7

2.3 Other references

All of the following profiles are available from the
Fibre Channel Association (FCA), 12407 MoPac
Expressway North 100-357, P. O. Box 9700,
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Austin, TX 78758-9700; (800) 272-4618 (phone);
or via e-mail, FCA-Info@amcc.com.

[9]

FCSI-101, FCSI Common FC-PH Feature
Sets Used in Multiple Profiles, Rev 3.1
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| 3 Definitions and conventions

For FC-GS-2, the following definitions, conven-
tions, abbreviations, acronyms, and symbols ap-

ply.
3.1 Definitions

3.1.1 address identifier: An address value
used to identify source (S_ID) or destination
(D_ID) of a frame.

3.1.2 alias address identifier (alias): One or
more address identifiers which may be
recognized by an N_Port in addition to its
N_Port Identifier. An alias address identifier is
Fabric unique and may be common to multiple
N_Ports.

3.1.3 directory: a repository of information
about objects which provides directory services
to its users, thereby allowing access to the
information.

3.1.4 Link Service Facilitator:
well-known address hex ‘FFFFFE’.

The entity at

3.1.5 N_Port: A hardware entity which
includes a Link_Control_Facility. It may act as
an Originator, a Responder, or both.

3.1.6 N_Port Identifier: A Fabric unique
address identifier by which an N_Port is
uniquely known. The identifier may be assigned
by the Fabric during the initialization procedure.
The identifier may also be assigned by other
procedures not defined in FC-PH. The identifier
is used inthe S_ID and D_ID fields of a frame.

3.1.7 Name_ldentifier: A 64 bit identifier, with
a 60 bit value preceded with a four bit
Network_Address_Authority _Identifier, used to
identify physical entities in Fibre Channel such
as N_Port, Node, F_Port, or Fabric.

3.1.8 Network_Address_Authority (NAA):
An organization such as CCITT or IEEE which
administers network addresses.

3.1.9 Network_Address_Authority
Identifier: A four bit identifier defined in FC-PH
| toindicate a Network_Address_Authority (NAA).

| 3.1.10 Symbolic Name: A user-defined name

for an object, up to 255 characters in length. The
Directory does not guarantee uniqueness of its
value.

3.1.11 Unidentified N_Port: An N_Port which
has not yet had its N_Port identifier assigned by
the initialization procedure.

3.1.12 well-known addresses: A set of
address identifiers defined in FC-PH to access
global server functions such as a name server.

3.2 Editorial Conventions

In FC-GS-2, a number of conditions, mecha-
nisms, sequences, parameters, events, states,
or similar terms are printed with the first letter of
each word in uppercase and the rest lowercase
(e.g., Exchange, Class). Any lowercase uses of
these words have the normal technical English
meanings.

Numbered items do not represent any priority.
Any priority is explicitly indicated.

The 1SO convention of numbering is used (i.e.,
the thousands and higher multiples are separat-
ed by a space and a comma is used as the dec-
imal point.) A comparison of the American and
ISO conventions are shown below:

ISO American

0,6 0.6

1 000 1,000
1323462,9 1,323,462.9

In case of any conflict between figure, table, and
text, the text, then tables, and finally figures take
precedence. Exceptions to this convention are
indicated in the appropriate sections.

In all of the figures, tables, and text of this docu-
ment, the most significant bit of a binary quantity
is shown on the left side. Exceptions to this con-
vention are indicated in the appropriate sections.

The term “shall” is used to indicate a mandatory

rule. If such a rule is not followed, the results are
unpredictable unless indicated otherwise.
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If a field or a control bit in a frame is specified as
not meaningful, the entity which receives the
frame shall not check that field or control bit.

3.2.1 Hexadecimal notation

Hexadecimal notation is used to represent
fields. For example, a four-byte
Process_Associator field containing a binary
value of 00000000 11111111 10011000
11111010 is shown in hexadecimal format as
hex ‘00 FF 98 FA'.

3.3 Abbreviations, acronyms and symbols

Abbreviations and acronyms applicable to this
standard are listed. Definitions of several of
these items are included in clause 3.1  “Defini-
tions”.

AlU Application Information Unit
AS Alias Service
CT Common Transport

CT_IU Common Transport Information Unit
CT_HDR Common Transport Header

D_ID Destination address identifier

FS Fibre Channel Service

FS_ACC Fibre Channel Service Accept Infor-
mation Unit

FS_1U Fibre Channel Service Information
Unit

FS_REJ Fibre Channel Service Reject Infor-
mation Unit

FS_REQ Fibre Channel Service Request Infor-
mation Unit

IN_ID Initial Identifier

IP Internet Protocol

IPA Initial Process Associator

IU Information Unit

NAA Network Address Authority

NS Name Server

NS DU Name Server Data Unit
NSM Native SNMP Mapping

Sl Sequence Initiative

S ID Source address identifier

SNMP Simple Network Management Proto-
col

TS Time Service

UDP User Datagram Protocol

ULP Upper Level Protocols

18
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4 Common transport for FC services
(CT)

4.1 Overview

The Fibre Channel services share a common
transport at the FC-4 level. The common trans-
port provides each Fibre Channel service appli-
cation (e.g. directory server) with a set of
service parameters that facilitates the usage of
FC-PH constructs. It also provides another lev-
el of multiplexing that will simplify the serv-
er-to-server communication for a distributed
Fibre Channel service. Class 3 Service, if avail-
able in the operational environment, shall also
be accessible by the CT user. It is important to
note that Fibre Channel services do not require
a high performance communication channel as
do other high performance 1/O protocols such
as HIPPI, SCSI, SB, etc. The relationship of CT
with respect to its upper level protocols (ULP)
and FC-PH is illustrated in figure 1.

From a Fibre Channel service application (enti-
ty) point of view, it communicates with another
entity by transmitting one or more information
units (IUs) over the Fibre Channel. The other
entity may respond by transmitting respective
response IUs. There are situations where an
entity transmits an IU containing information

about an event that is of interest to another enti-
ty, and no response IU is required. The role of
the CT is to provide the necessary service and
mapping to Fibre Channel such that many of
the FC-PH constructs and idiosyncracies are
shielded from its applications.

4.2 General concepts

The following parameters describe the service
that the CT provides to the applications:

type of Fibre Channel service;

type of transaction;

mode of transaction;

class of service preference;

maximum size of an IU.

The types of Fibre Channel services described
by this document that are mapped to CT are:

— Name service;
— Alias service;

— Management service;

Directory Alias
Service Service
Application Application

Time Other
Service O 0 O FC Service
Application Applications

NS

RN

i

CT Interface

Common Transport for Fibre Channel Service

v !

FC-PH Interface

FC-PH

Figure 1 — Relationship of CT with its ULP and FC-PH
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— Time service;

— Security-key service.
There are three types of transactions:

— Request: where one entity (client) trans-
mits an IU to another peer (server) to re-
guest a Fibre Channel Service;

— Response: where the server transmits an
IU to the client responding to its earlier re-
guest for a service;

— Unsolicited: where one entity transmits an
IU to another entity about an event.

There are two modes of transaction:

— Asynchronous: in which a client may
transmit multiple requests without having
to wait for the responses; an unsolicited
IU is transmitted under this mode since
there is no required response to an unso-
licited 1U;

— Synchronous: in which a client shall not
transmit another request until the corre-
sponding response has been received or
an indication of non-response.

The class of service preference is an indication
of the quality of service that an application ex-
pects from the underlying transport. FC-PH de-
fines three classes of service available to an
N_Port:

— Class 1;
— Class 2;
— Class 3.

Class F is defined for services within a fabric.
This class of service may be used for serv-
er-to-server communication where both servers
are embedded in the fabric. Since not all class-
es are necessarily available to an application in
order to communicate with its peer, this param-
eter describes a list of classes of services in a
descending order of preference. It is used to ex-
press the desire of the service in the order of
availability. A sample list of choices are as fol-
lows:
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— dependable;
— monopolistic;
— tolerant.

NOTE — The class of service preference is speci-
fied according to the local service interface (see
annex A). Since the class of service is only mean-
ingful to the local node, this indication is not trans-
ported as part of the CT header information.

An application may wish to restrict the size of
IUs that it wants to receive from another entity.
A destination CT shall observe and reinforce
this restriction on behalf of the application. It
may do so by setting the abort sequence condi-
tion parameter in the ACK frames, or use the
abort exchange link service request.

4.3 CT protocol

For each common transport IU (CT_IU) to be
transmitted, a source CT shall provide a header
(CT_HDR) to a destination CT for each IU as
shown in table 1. The source CT sends a re-
guest CT_IU to the destination CT. When a re-
sponse is expected, the destination CT sends a
corresponding response CT_IU to the source
CT.
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Table 1 -CT IU
Word 3322 2222 2222 1111 1111 1100 0000 0000
Bits 1098 7654 32109876 5432 1098 7654 3210
0 Revision IN_ID
1 FS Type FS_Subtype Options Reserved
2 Command/Response code Maximum/Residual Size
3 Reserved Reason code Reason Code Vendor Unique
Explanation
4 Application
Information
n Unit

The resulting CT IU shall be mapped into
FC-PH constructs (see 4.4).

4.3.1 CT_HDR description

The CT_HDR consists of sixteen bytes and is
defined as follows.

4.3.1.1 Revision Field

This field denotes the revision of the protocol.
The first revision has the value of 1.

4.3.1.2 IN_ID Field

This field is transparent to the source CT repre-
senting the original requestor. An entry server
shall use this field to store the N_Port address
identifier of the original requestor if the request
is forwarded to another server.

4.3.1.3 FS_Type Field

This field is used to indicate the type of Fibre
Channel service. The values are defined in ta-
ble 2.

4.3.1.4 FS_Subtype Field

This field indicates the specific service behind
the well-known N_Port. Values in this field are

provided by the individual service.

NOTE — The FS_Subtype field is used to indicate
second level routing behind the N_ Port. For ex-

ample, if more than one directory service is provid-
ed at the well-known address hex 'FFFFFC, then
the FS_Subtype field is used to distinguish these
different directory services.

Table 2 — FS_Type values

Encoded

value Description

(hex)

00-1F Vendor Unique (16)

20-F7 Reserved for future services
F8 Alias Server Application
F9 Reserved for future services
FA Management Service Application
FB Time Service Application
FC Directory Service Application
FD Reserved - Fabric Controller

Service
FE-FF Reserved
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This field denotes various options used by the
source CT:

BitPositon| 7 |6 | 54| 32|10

Bit Name | X Reserved

— X_Bit: Exchange mapping;

— zero indicates a single bidirectional ex-
change;

— one indicates multiple exchanges;
— bits 6-0 are reserved.
4.3.1.5 Command/Response code field

This field indicates whether the CT_IU is an
FS_IU (see 4.6). When an FS_IU is designated,
this field shall either specify a command code,
or a response code. Table 3 depicts the valid
command/response code values.

Table 3 — Command/Response codes

Encoded Description
Value (hex)
0000 Non-FS_IU
0001-7FFF FS_REQ IU
8001 FS_RJT IU
8002 FS_ACC IU
other values Reserved

4.3.1.6 Maximum/Residual Size field

This field manages the size of the information
returned in an FS_ACC IU. The sender of an
FS_REQ may specify the maximum size of the
FS_ACC it is able to receive. If the recipient of
the FS_REQ has more available information to
send than allowed by the maximum size, it may
indicate the excess residual size in the
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FS_ACC. The values for Maximum/Residual
Size are interpreted as follows:

— Inthe FS_REQ IU:

— hex ‘0000’: No Maximum Size indicat-
ed; the FS_ACC may be any size.

— hex ‘FFFF’: This value is reserved for
the FS_REQ IU.

— Any other value: The Encoded Value
indicates the maximum number of
words that shall be sent in the FS_ACC
IU, not inclusive of the CT_HDR.

— Inthe FS_ACC IU:

— hex ‘0000’: All available information
was returned in the FS_ACC IU.

— hex ‘FFFF': The Encoded Value indi-
cates greater than 65534 available
words of information were not sent in
the FS_ACC IU, in excess of the Maxi-
mum Size specified in the FS_REQ.

— Any other value: The Encoded Value
indicates the number of available
words of information that were not sent
in the FS_ACC IU, in excess of the
Maximum Size specified in the
FS_REQ.

— For the FS_RJT IU and any other IU, this
field is reserved.

4.3.1.7 Reason code field

The reason code field shall designate the rea-
son code associated with an FS_RJT IU (see
4.6.3). When the command/response code field
contains a value of hex '0000’, this field shall
not be used.

4.3.1.8 Reason code explanation field

The reason code field designates a reason
code explanation associated with an FS_RJT
IU (see 4.6.3). When the command/response
code field contains a value of hex '0000’, this
field shall not be used.
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4.3.1.9 Vendor Unique field

The vendor unique field designates a vendor
unique reason code associated with an
FS_RJT IU (see 4.6.3). When the command
/response code field contains a value of
hex '0000’, this field shall not be used.

4.3.2 Application Information Unit

The Application Information Unit contains infor-
mation specific to the FS_Type, FS_Subtype,
and Command/Response code.

4.4 FC-2 mapping and management

Given a service request from a Fibre Channel
service application, the CT shall map that into
appropriate Fibre Channel constructs.

4.4.1 Fabric login and N_Port login

CT assumes that the Fibre Channel port shall
handle the fabric login and N_Port login in the
manner that is specified in FC-PH.

4.4.2 Class of service

Based on the class of service preference and
the availability of the classes with respect to a
destination CT, the source CT shall determine
which class of service is to be used for an IU
transmission request. The availability of the
classes of service is determined from the
FC-PH.

NOTE - For simplification, a destination CT entity
should use the same class of service in its subse-
quent communication with the initiating CT.

4.4.3 Exchange and sequence manage-
ment

The interchange of CT_ IUs between a pair of
N_Ports is coordinated via one or more ex-

changes, based on the transaction mode se-
lected by the respective application.

In asynchronous mode, separate exchanges in
each direction will be used. That is, each
source CT shall originate an exchange and hold
the Sequence Initiative (SI). In this mode, the
source CT shall set the X_Bitin CT_HDR to
one. Transfer of the Sl to the destination CT
shall be considered a protocol error and the
destination CT shall terminate the exchange.

In synchronous mode, a single bidirectional ex-
change shall be used, and the Sl is transferred
at the end of an U transmission. If the destina-
tion CT does not have the Sl at the end of an 1U
reception, it shall consider this to be a protocol
error and shall terminate the exchange. In this
mode, the source CT shall set the X_Bit in the
respective CT_HDR to zero.

| Anexchange created by a CT is to be used only
for a specific application instance, and shall not
be shared with another application instance.

Each CT_IU shall be mapped into a sequence.
The CT_IU tables for asynchronous and syn-
chronous transactions are shown in table 4 and
table 5 respectively. The “F/M/L” column indi-
cates whether the Sequence may be the First,
Middle, or Last Sequence of the Exchange. The
“SI” column indicates whether Sequence Initia-
tive is Held or Transferred. The “M/O” column
indicates whether support for the Sequence is
Mandatory or Optional.

4.4.4 Routing bits

The routing bits shall be set to “FC-4 device da-
ta” (binary 0000).

Table 4 — U table for asynchronous transmission

IU Name Information Payload F/IM/L SI | M/O
Category
Request 2 One request CT information unit F,M,L H M
Response 3 One response CT information unit F,M,L H M
Unsolicited 2 One request CT information unit F,M,L T M
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Table 5 — U table for synchronous transaction

IU Name Information Payload FIM/L Sl | M/O
Category

Request 2 One request CT information unit F.M,L T M

Response 3 One response CT information unit M,L T M

4.4.5 Information category

The source CT shall set this parameter accord-
ing to the following mapping:

Type of Information
Transaction Category
Request Unsolicited Control
Response Solicited Control
Unsolicited Unsolicited Control

See 4.3.1 for a description of the request and
response CT_IUs.

446 D_ID

The D_ID shall identify the destination Fibre
Channel address identifier of the IU. This pa-
rameter shall be provided by an application to
its CT.

447 S_ID

The S_ID shall identify the source Fibre Chan-
nel address identifier of the IU. The source CT
shall specify an address identifier that the
source N_Port is allowed to use.

4.4.8 Type

The source CT shall set this parameter to either
“Fibre Channel services” (binary 0010 0000).

4.4.9 First sequence
The source CT shall set this parameter to origi-

nate a new exchange in order to transmit a U
on behalf of its application.
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4,410 Last sequence

The source CT may set this parameter to termi-
nate an exchange at the end of a transaction.

4.4.11 Sequence initiative

The source CT shall set this parameter accord-
ing to the exchange and sequence mapping de-
scribed in 4.4.3.

4.4.12 Chained sequence

The source CT shall set the chained_sequence
bit to zero. This indicates that no reply se-
guence is expected within a dedicated connec-
tion. This parameter shall be passed to the
destination CT. If the chained_sequence bit is
set to one, the destination CT shall treat this as
an error and terminate the dedicated connec-
tion.

4.4.13 Continue sequence condition

The source CT may set this parameter accord-
ing to the size of its IU output queue. This is im-
plementation specific.

4.4.14 Exchange reassembly

CT shall not use exchange reassembly and
thus shall set this parameter to 0.

4.4.15 Relative offset

Relative offset may be used by CT if the under-
lying FC-PH supports it. Each CT IU shall be
treated as a continuous data block by the
FC-PH and the initial relative offset of each IU
shall be setto 0.
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4.4.16 Optional headers

The use of any optional header is both imple-
mentation and system dependent, and is be-
yond the scope of CT.

4.5 Error handling

There are two levels of error that may be de-
tected by CT:

— invalid CT_HDR, CT protocol;
— invalid/undefined FS_Type;
— invalid revision level,

— invalid options;

— sequence payload exceeds the maxi-
mum size of IU at a destination FC_CT.

— FC-PH protocol errors;
— Sequence errors;
— Exchange errors.

When a CT protocol error, or invalid CT_HDR
error is recognized, the responder indicates the
error condition to the requester using a re-
sponse CT_IU.

When an FC-PH protocol error is detected, the
exchange shall be terminated. If the error is de-
tected by the exchange originator, it shall send
the no operation link service sequence with the
last sequence bit set to the exchange respond-
er. If the error is detected by the exchange re-
sponder, there are two methods for the
responder to terminate the exchange:

— if the exchange responder has the se-
guence initiative, it shall send the no oper-
ation link service as the last sequence of
the exchange;

— if the exchange responder does not have
the SI, it shall transmit the abort exchange
link service in another exchange to the
destination N_Port.

Each error condition shall also be indicated to
| its application.

4.6 FS information units

A set of Fibre Channel Service request and re-
sponse information units (FS_IUs) are defined
by CT for use by the Fibre Channel services.
One FS request information unit is defined:

— Request (FS_REQ)

Two FS response information units are defined:
— Accept (FS_ACCQC);
— Reject (FS_RJT).

4.6.1 FS_REQ information unit

An FS REQ IU is a CT_IU in which the com-
mand/response code field contains a command
code value of hex '0001’-hex "7FFF'.

The Command Code shall define the particular
request that is to be executed by the Server.
The Command Codes shall be defined inde-
pendently by each Server.

The application information unit contains the
associated command specific data. The associ-
ated command specific data shall be defined in-
dependently by each Server, based on the
command code.

4.6.2 FS_ACC information unit

An FS_ACC IU is a CT_IU in which the com-
mand/response code field contains a value of
hex '8002'. The FS_ACC shall notify the Origi-
nator of a Server request that the request has
been successfully completed.

The application information unit contains the
associated response specific data. The associ-
ated response specific data shall be defined in-
dependently by each Server, based on the
command code.

4.6.3 FS_RJT information unit

An FS_RJT IU is a CT_IU in which the com-
mand/response code field contains a value of
hex '8001'. The FS_RJT shall notify the Origi-
nator of a Server request that the request has
been unsuccessfully completed.
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The Reason code indicates the general reason
why the request was rejected. Table 3 indicates
the defined FS_RJT reason codes.

The Reason code explanation further defines
the indicated Reason Code. These are unique
to the particular Server and are defined by each
Server.

The vendor unique field may be used by Ven-
dors to specify additional reason codes.

Table 6 — FS_RJT Reason Codes

Encoded Description
Value
0000 0001 Invalid command code
0000 0010 Invalid version level
0000 0011 Logical error
0000 0100 Invalid U Size
0000 0101 Logical busy
0000 0111 Protocol error
0000 1001 command reques
0000 1011 Command not supported
others Reserved
1111 1111 Vendor Uniqu.e Err(_nr (see
Vendor Unique field)

Invalid command code: The command code
passed in the FS_REQ is not defined for the
addressed Server.

Invalid version level: The specified version level
is not supported for the addressed server.

Logical error: The request identified by the
FS_REQ command code and Payload content
is invalid or logically inconsistent for the condi-
tions present.

Invalid IU size: The IU size is invalid for the ad-
dressed server.
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Logical busy: The Server is logically busy and
unable to process the request at this time.

Protocol error: This indicates that an error has
been detected which violates the rules of the
Server protocol which are not specified by other
error codes.

Unable to perform command request: The Re-
cipient of the FS_REQ is unable to perform the
request.

Command not supported: The Recipient of the
FS_REQ does not support the command re-
quested.

Vendor Unique Error: The Vendor Unique Field
may be used by Vendors to specify additional
reason codes.

4.7 Correlation of requests and responses

The correlation of requests and responses shall
be managed by the specific service application.
Therefore, CT provides no mechanism for this
management.
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5 Overview of directory (hame) service

This clause introduces the standard directory
service.

NOTE — The X.500 directory server that was de-
fined in the first publication of this standard has
been removed.

5.1 Introduction to the directory service
model

The directory service facility is provided as a
means to discover information about Nodes
and Ports attached to a Fabric. This service is
provided through well-known address
hex 'FFFFFC’.

| This document defines a standard model for re-
guests and responses to access the directory
service data base. This standard does not de-
| fine the structure of the data base.

NOTE — The Name Service is a Required feature
of FC-FLA compliant Fabrics.

5.1.1 Directory service subtypes

Table 7 defines the FS_Subtype codes for the
directory service models.

Table 7 — Directory service subtype values

Values in Description
hex
| 01 Reserved
02 Name Service
80-EF FC-4 specific service
other Reserved
values

NOTE - Value hex ‘01’ indicated the X.500 direc-
tory service defined in the first publication of this
standard.

5.1.2 Name Service

The Name Service provides a simple fixed re-
guest and response model. A key object is pro-

vided in the request, and the requested object
is provided in the response.

5.1.3 Other models

In addition to the standard directory service
models, an individual FC-4 may provide its own
specific directory access protocol. FC-4 based
directory access service payloads and proto-
cols are defined by the specific FC-4.
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6 Name Server

| The Name Server provides a way for N_Ports
and NL_Ports to register and discover Fibre
Channel attributes. Registrations may be per-
formed by a third party. However, the Name
Server may refuse such third party registration
for unspecified reasons. Once registered, the at-
tributes are made available to requestors.

Requests for the Name Server are carried over
the common transport FC-CT service (see
clause 4). Three types of requests are defined for
| the Name Server, as shown in table 8.

Table 8 — Name Server — Request types

&Oe?g Description
01xx | Get Object(s) (Query)
02xx | Register Object

03xx | Deregister Object(s)

| Table 9 lists the different Fibre Channel objects

defined for the Name Server.

Table 9 — Name Server — Objects

Object Object . i
number . Object Name Description
(hex) Mnemonic

0 A All Name Server objects Contains all objects listed below
1 ID Port Identifier 3-byte address identifier
2 PN Port Name 8-byte Name_Identifier
3 NN Node Name 8-byte Name_Identifier
4 CS Class of Service 4-byte bit field, one bit per Class supported
5 P IP Address 32-bit or 128-bit Internet Protocol address
6 IPA Initial Process Associator 8-byte Process_Associator
7 FT FC-4 TYPEs 32-byte bit field, one bit per TYPE supported
8 SPN Symbolic Port Name variable length (0 to 255-byte) field
9 SNN Symbolic Node Name variable length (0 to 255-byte) field
A PT Port Type 1-byte encoded Port Type

NOTE — The numbers assigned to the Name Serv-
er objects are used in the formation of the request
command codes. The mnemonics assigned are
used to form the command mnemonics.

The Name Server is intended to be distributed
among Fabric Elements, making Name Service
immediately available to N_Ports and NL_Ports
once they have successfully completed Fabric
Login. However, the Name Service is not restrict-
ed or required to be part of a Fabric, and may be
located in any N_Port or NL_Port. The Name

Server may be made available on any Fibre
Channel topology.

6.1 Name Service protocol
Name Service registration, deregistration and
queries are managed through protocols contain-

ing a set of request and reply 1Us supported by
the Name Server.
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6.2 Transportation of Name Server IUs

Name Service requests and responses shall be
transported between the requestor and the
Name Server using the common transport proto-
col (see clause 4).

6.2.1 Name Server mapping to CT

For a Name Server request, the Name Server
payload shall be transported from the requestor
to the Name Server using a synchronous CT_IU
request. The corresponding Name Server re-
sponse is transported from the Name Server to
the requestor, in the Exchange established by
the requestor, using a response CT_IU. CT_IUs,
when used for Name Service are known as
NS_IUs.

The Application Information Unit (see 4.3.2) of
the CT_IU is known as the NS_DU (Name Serv-
er Data Unit).

6.2.1.1 Operation timeout

If the requestor does not receive a response
NS_DU from the Name Server within a time of

120 seconds, then it shall initiate error recovery
for the affected Exchange.

6.2.2 CT_HDR values

The following values shall be set in the CT_HDR
both for Name Server request and their respons-
es:

— Revision field: hex ‘01;

— IN_ID: reserved (hex ‘00 00 00’), may be
non-zero in Name Server responses;

— FS_Type: hex ‘FC’ (Directory Service ap-
plication);

— FS_Subtype: hex ‘02’ (Name Service, see
table 7);

— Options: hex ‘00’ (single bidirectional Ex-
change);

— Command Code: see table 10 for request
command codes.

Table 10 — Name Server — Requests

Code | Mnemonic Description Object(s) in Object(s) in
(hex) | (see note 1) Request payload: Accept payload:
0100 | GA_NXT Get all next Port Identifier All
0112 | GPN_ID Get Port Name Port Identifier Port Name
0113 | GNN_ID Get Node Name Port Identifier Node Name
- Port Identifier
0114 | GCS_ID Get Class of Service Port Identifier Class of Service
0117 | GFT_ID Get FC-4 TYPEs Port Identifier FC-4 TYPEs
0118 | GSPN_ID Get Symbolic Port Name Port Identifier Symbolic Port Name
011A | GPT_ID Get Port Type Port Identifier Port Type
0121 | GID_PN Get Port Identifier Port Name Port Identifier
- Port Name
0131 | GID_NN Get Port Identifiers Node Name List of Port Identifiers
- Node Name
0135 | GIP_NN Get IP address Node Name IP Address
0136 | GIPA_NN Get Initial Process Node Name Initial Process
Associator - Node Name Associator
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Table 10 — Name Server — Requests

Code | Mnemonic Description Object(s) in Object(s) in
(hex) | (see note 1) Request payload: Accept payload:
0139 | GSNN_NN | Get Symbolic Node Name Node Name Symbolic Node Name
0153 | GNN_IP Get Node Name IP Address Node Name
- IP Address
0156 | GIPA_IP Get Initial Process IP Address Initial Process
Associator - IP Address Associator
0171 | GID_FT Get Port Identifiers none List of Port Identifiers
-FC-4 TYPE (see note 2)
01A1 | GID_PT Get Port Identifiers Port Type List of Port Identifiers
- Port Type
0212 | RPN_ID Register Port Name Port Identifier, none
Port Name
0213 | RNN_ID Register Node Name Port Identifier, none
Node Name
0214 | RCS_ID Register Class of Service Port Identifier, none
Class of Service
0217 | RFT_ID Register FC-4 TYPEs Port Identifier, none
FC-4 TYPEs
0218 | RSPN_ID Register Symbolic Port Port Identifier, none
Name Symbolic Port Name
021A | RPT_ID Register Port Type Port Identifier, none
Port Type
0235 | RIP_NN Register IP address Node Name, none
IP Address
0236 | RIPA_NN Register Initial Process Node Name, none
Associator Initial Process
Associator
0239 | RSNN_NN Register Symbolic Node Node Name, none
Name Symbolic Node Name
0300 | DA_ID De-register all Port Identifier none
Notes:

1 These mnemonics are based on the following system: a leading “G” indicates a “Get” request, “R” indi-
cates a “Reqister”, and “D” indicates a “De-register”. The letters between the leading character and the

underscore (

(T

) indicate the object that the requested operation is performed upon, as defined in table

9. The letters after the underscore indicate the object that the request is based upon; for example,
“RPN_ID" is a “Register Port Name based on the Port Identifier”. These mnemonics are changed from
earlier versions of the draft of this standard. See Annex C for a cross reference between the original
mnemonics and this system.

2 The FC-4 TYPE is specified as an encoded value, not as an object.
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6.3 FC-PH constructs

Before performing any Name Server operation,
an N_Port shall perform N_Port Login with the
Name Server, at the well-known address hex
‘FF FF FC'. N_Ports or NL_Ports which only use
the Name Server to register themselves should
perform explicit N_Port Logout once registration
has been completed. However, N_Ports and
NL_Ports which often query the Name Server
may wish to retain the Login to speed future que-
ries or may elect to Logout with the Name Serv-
er. The Name Server may perform N_Port
Logout (LOGO) if it becomes resource con-
strained. The Name Server may use a least re-
cently used algorithm in determining which entity
to Logout.

6.3.1 Common required FC-2 parameters
6.3.1.1 Class of Service
The Name Server may use any Class of Service.
The Name Server shall send responses in the
Class of Service used by the requesting N_Port
in the initial Name Service request.
6.3.1.2 Routing control bits
The R_CTL field shall indicate:

— FC-4 Device_Data (hex ‘0’);

— Unsolicited Control (hex ‘2") in Name Serv-
er requests;

— Solicited Control (hex ‘3") in Name Server
responses.

6.3.1.3 Exchange control

Each Name Service request shall be the first Se-
quence of an Exchange, and its associated re-
sponse shall be the last Sequence of the same
Exchange.

6.3.1.4 Destination ID (D_ID)

This parameter shall be set to the well-known ad-
dress hex ‘FF FF FC’ in all Name Server re-
quests. In a Name Server response the D_ID
shall be the address identifier of the requesting
N_Port or NL_Port.
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6.3.1.5 Source ID (S_ID)

This parameter shall identify the requesting
N_Port or NL_Port in all Name Server requests.
In a Name Server response the S_ID shall be the
well-known address identifier hex ‘FF FF FC'.
6.3.1.6 TYPE

All NS_IUs shall specify the Fibre Channel Ser-
vices TYPE (hex ‘20’).

6.3.1.7 Error policy

Only the ‘Abort, Discard a single Sequence’ error
policy shall be used.

6.3.2 Common optional FC parameters
6.3.2.1 Expiration_Security header

The Expiration_Security header shall not be
used.

6.3.2.2 Network header
The Network header shall not be used.
6.3.2.3 Association header

The use of this parameter is beyond the scope of
this document and is both implementation and
system dependent.

6.3.2.4 Device header
The Device Header shall not be used.
6.4 Name Server objects — Formats

The format of the Name Server objects summa-
rized in table 9 are described below. A null value
is defined for each Name Server object. This val-
ue is used when the Name Server needs to re-
turn an FS_ACC NS_DU but no value has been
registered for the requested Name Server object.

6.4.1 Port Identifier — Format

The Port Identifier is a Fibre Channel address
identifier, assigned to an N_Port or NL_Port dur-
ing implicit or explicit Fabric Login. The format for
the Port Identifier object, as used by the Name
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Server, shall be identical to the address identifier
format defined in FC—PH clause 18.

The Port Identifier serves as the unique data
base key for the Name Server.

The null value for the Port Identifier is hex
‘00 00 00'.

6.4.2 Port Name — Format

The format of the Port Name object, as used by
the Name Server, shall be identical to the
Name_ldentifier format defined in FC—PH clause
19.

The null value for the Port Name object is hex
‘00 00 00 00 00 00 00 00'.

6.4.3 Node Name — Format

The format of the Node Name object, as used by
the Name Server, shall be identical to the
Name_ldentifier format defined in FC—PH clause
19.

The null value for the Node Name object is hex
‘00 00 00 00 00 00 00 00'.

6.4.4 Class of Service — Format

The format of the Class of Service object shall be
bit mapped as shown below:

Bit0 — Class F

0 = Class F is not supported by the Port Iden-
tifier.

1 = Class F is supported by the Port Identifier.

Bit1 —Class 1

0 = Class 1 is not supported by the Port Iden-
tifier.

1 = Class 1 is supported by the Port Identifier.

Bit 2 — Class 2

0 = Class 2 is not supported by the Port Iden-
tifier.

1 = Class 2 is supported by the Port Identifier.

Bit 3 — Class 3

0 = Class 3 is not supported by the Port Iden-
tifier.

1 = Class 3 is supported by the Port Identifier.

Bit 4— Class 4

0 = Class 4 is not supported by the Port Iden-
tifier.

1 = Class 4 is supported by the Port Identifier.

Bit5 — Class 5

0 = Class 5 is not supported by the Port Iden-
tifier.

1 = Class 5 is supported by the Port Identifier.

Bit 6 — Class 6

0 = Class 6 is not supported by the Port Iden-
tifier.

1 = Class 6 is supported by the Port Identifier.

Bits 7 to 31: reserved

The null value for the Class of Service Name
Server object is hex ‘00 00 00 00'.

6.4.5 |IP address — Format

Both 32 bit (IPv4) and 128 bit (IPv6) Internet Pro-
tocol (IP) address formats may be supported by
the Name Server.

The format of the 32 bit (IPv4) IP address, as
used by the Name Server, shall use big endian
bit and byte order, within a word, and shall be
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preceded by a hex ‘00 00 00 00 00 00 00 00
00 00 FF FF’ prefix. This is the format specified
in RFC 1884, for ‘IPv4—mapped IPv6 addresses’.
For example, the Name Server format for the 32
bit (IPv4) IP address 198.53.144.31 is hex
‘00 00 00 0000 0000000000 FFFFCS6
3590 1F'. This is broken into words as shown
below:

— Word 0 shall contain the most significant
word of the 128 bit IP address (hex
‘00 00 00 00%);

— Word 1 shall contain the second most sig-
nificant word of the 128 bit IP address (hex
‘00 00 00 00%;

— Word 2 shall contain the second least sig-
nificant word of the 128 bit IP address (hex
‘00 00 FF FF);

— Word 3 shall contain the least significant
word of the 128 bit IP address (hex ‘C6
3590 1F).

The format of the 128 bit (IPv6) IP address, as
used by the Name Server, shall use big endian
bit and byte order, within a word. This is the for-
mat specified in RFC 1884. For example, the
Name Server format for the 128 bit (IPv6) IP ad-
dress 1080:0:0:0:8:800:200C:417A is hex
‘10 80 00 00 00 00 00 0000080800 20
0C 41 7A'. This is broken into words as shown
below:

— Word 0 shall contain the most significant
word of the 128 bit IP address (hex
‘10 80 00 00);

— Word 1 shall contain the second most sig-
nificant word of the 128 bit IP address (hex
‘00 00 00 00%);

— Word 2 shall contain the second least sig-
nificant word of the 128 bit IP address (hex
‘00 08 08 00);

— Word 3 shall contain the least significant
word of the 128 bit IP address (hex ‘20
0C 41 7A)).

The null value for the IP address Name Server
object is hex ‘00 00 00 00 00 00 00 00 00 00 00
00 00 00 00 00'.
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6.4.6 Initial Process Associator — Format

The format of the Initial Process Associator, as
used by the Name Server, shall be identical to
the Process_Associator format defined in FC—
PH clause 19.

The null value for the Initial Process Associator
object is hex ‘FF FF FF FF FF FF FF FF'.

6.4.7 FC-4 TYPEs — Format

The format of the FC—4 TYPESs object, as defined
in FC—PH, shall be bit mapped as shown below:

— the 3 most significant bits of the FC—-4
TYPE field shall be used to identify the
word for the FC—4 TYPESs object;

— Word 0 contains information related to
FC—4 TYPE code hex ‘00’ through hex
“1F’;

— Word 1 contains information related to
FC—4 TYPE code hex ‘20’ through hex
‘3F’;

— Word 2 contains information related to
FC—4 TYPE code hex ‘40’ through hex
‘5F’;

— Word 3 contains information related to
FC—4 TYPE code hex ‘60’ through hex
‘TF’;

— Word 4 contains information related to
FC—4 TYPE code hex ‘80’ through hex
‘OF’;

— Word 5 contains information related to
FC—4 TYPE code hex ‘A0’ through hex
‘BF’;

— Word 6 contains information related to
FC—-4 TYPE code hex ‘CO’ through hex
‘DF;

— Word 7 contains information related to
FC—-4 TYPE code hex ‘EOQ’ through hex
‘FF.

— the 5 least significant bits of the FC-4
TYPE field shall be used to identify the bit
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Table 11 — FC—4 TYPESs mapping
FC-4 | FC-4 FC-4 FC-4 FC-4 FC-4 FC-4 FC-4 FC-4
TYPE | TYPE Bit | TYPE Bit | TYPE Bit | TYPE Bit | TYPE Bit | TYPE Bit | TYPE Bit | TYPE Bit
Bit 765 765 765 765 765 765 765 765
43210
000 001 010 011 100 101 110 111
00000 | wdO[O] [ wd1[0] | wd2[0] | wd3[0] [ wd4[0] | wd5[0] | wd6][0] | wd7][0O]
00001 | wdO[1] [ wd21[1] | wd2[1] | wd3[1] | wd4[1] | wd5[1] | wd6[1] | wd 7 [1]
00010 | wdO[2] [ wd1[2] | wd2[2] | wd3[2] | wd4[2] | wd5[2] | wd6[2] | wd7[2]
00011 | wdO[3] [ wd1[3] | wd2[3] | wd3[3] | wd4[3] | wd5[3] | wd6[3] | wd7[3]
00100 wdO[4] | wd1[4] | wd2[4] | wd3[4] | wd4[4] | wd5[4] | wd6[4] | wd 7 [4]
00101 | wdO[5] | wd1[5] [ wd2[5] | wd3[5] | wd4[5] | wd5[5] | wd6[5] | wd7[5]
00110 wdO[6] | wd1[6] | wd2[6] | wd3[6] | wd4([6] | wd5[6] | wd6[6] | wd 7 [6]
00111 wdO[7] | wd1[7] | wd2[7] | wd3[7] | wd4[7] | wd5[7] | wd6[7] | wd 7 [7]
01000 wdO[8] | wd1[8] [ wd2[8] | wd3[8] | wd4[8] | wd5[8] | wd6[8] | wd 78]
01001 wdO[9] | wd1[9] [ wd2[9] | wd3[9] | wd4([9] | wd5[9] | wd6[9] | wd 7[9]
01010 [ wd 0 [10] | wd 1 [10] | wd 2 [10] | wd 3 [10] | wd 4 [10] | wd 5[10] | wd 6 [10] | wd 7 [10]
01011 {wd O[11] | wd 1[11] | wd 2 [11] | wd 3[11] | wd 4 [11] [ wd 5[11] | wd 6 [11] | wd 7 [11]
01100 {wd 0[12] | wd 1[12] [ wd 2 [12] | wd 3[12] | wd 4 [12] [ wd 5[12] | wd 6 [12] | wd 7 [12]
01101 {wd O[13] | wd 1[13] [ wd 2 [13] | wd 3[13] | wd 4 [13] [ wd 5[13] | wd 6 [13] | wd 7 [13]
01110 {wd O[14] | wd 1 [14] | wd 2 [14] | wd 3 [14] | wd 4 [14] | wd 5 [14] | wd 6 [14] | wd 7 [14]
01111 {wd O[14] | wd 1 [14] | wd 2 [14] | wd 3 [14] | wd 4 [14] | wd 5 [14] | wd 6 [14] | wd 7 [14]
10000 | wd 0 [16] | wd 1 [16] | wd 2 [16] | wd 3 [16] | wd 4 [16] | wd 5[16] | wd 6 [16] | wd 7 [16]
10001 |wdO[17] {wd1[17] | wd 2[17] [ wd 3[17] | wd 4[17] [ wd5[17] | wd 6[17] | wd 7 [17]
10010 | wd 0 [18] [ wd 1 [18] | wd 2[18] | wd 3[18] | wd 4 [18] | wd 5[18] | wd 6 [18] | wd 7 [18]
10011 | wdO0[19] [ wd1[19] | wd 2[19] [ wd 3[19] | wd 4[19] [ wd 5[19] | wd 6 [19] | wd 7 [19]
10100 | wd 0 [20] | wd 1 [20] | wd 2 [20] | wd 3 [20] | wd 4 [20] | wd 5 [20] | wd 6 [20] | wd 7 [20]
10101 | wd 0 [21] [ wd 1 [21] | wd 2 [21] [ wd 3[21] | wd 4 [21] [ wd 5[21] | wd 6 [21] | wd 7 [21]
10110 [ wd 0[22] | wd 1[22] | wd 2 [22] | wd 3[22] | wd 4 [22] [ wd 5[22] | wd 6 [22] | wd 7 [22]
10111 ( wd 0 [23] | wd 1[23] | wd 2 [23] | wd 3[23] | wd 4 [23] [ wd 5[23] | wd 6 [23] | wd 7 [23]
11000 [ wd 0 [24] | wd 1 [24] | wd 2 [24] | wd 3[24] | wd 4 [24] [ wd 5[24] | wd 6 [24] | wd 7 [24]
11001 [ wd O [25] | wd 1 [25] | wd 2 [25] | wd 3 [25] | wd 4 [25] [ wd 5 [25] | wd 6 [25] | wd 7 [25]
11010 [ wd 0 [26] | wd 1 [26] | wd 2 [26] | wd 3 [26] | wd 4 [26] | wd 5 [26] | wd 6 [26] | wd 7 [26]
11011 [ wd O [27] | wd 1[27] | wd 2 [27] | wd 3[27] | wd 4 [27] [ wd 5[27] | wd 6 [27] | wd 7 [27]
11100 [ wd 0[28] | wd 1[28] | wd 2 [28] | wd 3[28] | wd 4 [28] [ wd 5[28] | wd 6 [28] | wd 7 [28]
11101 (wdO[29] | wd 1[29] | wd 2 [29] | wd 3[29] | wd 4 [29] [ wd 5[29] | wd 6 [29] | wd 7 [29]
11110 ( wd 0 [30] | wd 1 [30] | wd 2 [30] | wd 3[30] | wd 4 [30] [ wd 5[30] | wd 6 [30] | wd 7 [30]
11111 (wdO[31] | wd 1[31] | wd 2 [31] [ wd 3[31] | wd 4 [31] [ wd 5[31] | wd 6 [31] | wd 7 [31]

position within the word for the FC-4
TYPE (see table 11).

— To mark an FC-4 TYPE as supported, the
bit identified using the above procedure
shall be set = 1; a value of = 0 shall indi-
cate that the identified FC—-4 TYPE is un-
supported.

A Port Identifier supporting SCSI FCP, ISO/IEC
8802-2 LLC/SNAP (In-order) and Fibre Channel
Services would register hex
‘00 00 01 10 00 00 00 01 00 00 00 00 00 00 00

00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00 00’ as it's FC—4 TYPEs object.

The null FC—4 TYPEs object value is set to hex
‘00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00 00'.

6.4.8 Symbolic Port Name — Format

The Symbolic Port Name object is of variable
length, with a minimum of 0 and a maximum of
255 bytes. The contents of these bytes are not

35



X3.288-199x Generic Services - 2 Rev 5.0 February 6, 1997

defined and shall not be restricted by the Name
Server.

If a Symbolic Port Name is not registered then
the Symbolic Port Name defaults to a 0 byte
length object.

6.4.9 Symbolic Node Name — Format

The Symbolic Node Name object is of variable
length, with a minimum length of 0 and a maxi-
mum length of 255 bytes. The contents of these
bytes are not defined and shall not be restricted
by the Name Server.

sponse to a GA_NXT or GPT_ID request, or in
an RPT_ID request.

The null Port Type object value is set to an ‘Uni-
dentified’ type.

6.5 FS_RJT reason code explanations
If a Name Server request is rejected with a rea-

son code of ‘Unable to perform command re-
guest’, then one of the reason code

| explanations, shown in table 13, are returned.

Table 13 — FS_RJT Reason code explanations

Port Type ‘Nx_Port’ is provided as a means to re-
quest all Port Types less than hex '80'. Port Type
Nx_Port may only be specified in a GID_PT re-
guest, and shall never be specified in the re-
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) . ) Encoded -
If a Symbolic Node Name is not registered then value (hex) Description
the Symbolic Node Name defaults to O byte
length object. 00 No additional explanation
6.4.10 Port Type — Format 01 Port Identifier not registered
The format of the Port Type object, shall be as 02 Port Name not registered
| shown in table 12. 03 Node Name not registered
Table 12 - Port TYPE — encoding 04 Class of Service not registered
Encoded Description
value (hex) 05 IP address not registered
00 Unidentified 06 Initial Process Associator not
registered
01 N_Port
07 FC—-4 TYPEs not registered
02 NL_Port .
08 Symbolic Port Name not
03 F/NL_Port registered
7F Nx Port 09 Symbolic Node Name not
_ registered
03-80 Reserved _
OA Port Type not registered
81 F_Port -
10 Access denied
82 FL_Port —
11 Unacceptable Port Identifier
83 Reserved
12 Data base empty
84 E_Port
_ Others | Reserved
85-FF Reserved

The use of these codes is further defined as fol-
lows:

— If a Name Server request is rejected by the
Name Server because of the identity of the
requestor, then the FS_RJT reason code
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shall be ‘Unable to perform command re-
guest’, with a reason code explanation of
‘Access denied'.

— If a Name Server Query request is rejected
by the Name Server because no Name
Server entries exist, then the FS_RJT rea-
son code shall be ‘Unable to perform com-
mand request’, with a reason code
explanation of ‘Data base empty’.

— If a Name Server Query request other than
GA_NXT and GID_FT is rejected by the
Name Server because the object specified
in the request is not found in the Name
Server data base, then the FS_RJT reason
code shall be ‘Unable to perform command
request’, with a reason code explanation
that indicates the specified object is not
registered.

— If a Name Server GID_FT request is reject-
ed by the Name Server because no FC-4
TYPESs object is found in the Name Server
data base, then the FS_RJT reason code
shall be ‘Unable to perform command re-
quest’, with a reason code explanation of
‘FC-4 TYPES not registered'.

— If a Name Server Registration request is
rejected by the Name Server because the
Port Identifier cannot be registered, then
the FS_RJT reason code shall be ‘Unable
to perform command request’, with a rea-
son code explanation of ‘Unacceptable
Port Identifier’.

— Additional uses may be defined for specific
Name Server requests.

6.6 Queries
The Name Server may restrict access to informa-
tion in it's data base, for reason of security and

other reasons not specified in this document.

The queries defined for the Name Service are
summarized in table 10.

6.6.1 Query — Get all next (GA_NXT)
The GA_NXT shall be used by a requestor to ob-

tain all Name Server objects associated with a
specific Port Identifier. The Name Server shall

return all Name Server objects, not for the sup-
plied Fibre Channel address identifier, but for the
next higher valued Port Identifier, registered with
the Name Server. If there are no registered Port
Identifier higher valued than the value in the
GA_NXT request, then the Name Server shall re-
turn the Name Server objects for the lowest reg-
istered Port Identifier. If there are no registered
Name Server objects, then the Name Server
shall reject the GA_NXT request. Fibre Channel
address identifiers are treated as 24 bit unsigned
entities for the purposes of comparison.

NOTE — No information is returned for well-known
addresses or Alias addresses.

A requestor wishing to obtain all information on a
specific Port Identifier may set the value of the
Port Identifier in the request to be one less than
the Port Identifier for which information is sought.

The GA_NXT request may be used to find all
registered Port Identifiers in the Fabric, by reis-
suing the GA_NXT request, using the Port Iden-
tifier obtained from the FS_ACC NS_DU,
stopping when the initially used Port Identifier
threshold is recrossed.

NOTE — This function cannot be used to find all
N_Ports or NL_Ports in a Fabric, unless the regis-
tration recommendations for the Fabric are followed
(see 6.7), because N_Ports and NL_Ports are not
required to register with the Name Server.

The Name Server may reject the GA_NXT re-
guests for reasons not specified in this docu-
ment.

The format of the GA_NXT request is shown in
table 14. The requestor supplies a Port Identifier
using the format in 6.4.1, and the Name Server
returns all Name Server objects for the next high-
er valued Port Identifier.

Table 14 — NS_DU GA_NXT Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3
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The format of the reply FS_ACC NS_DU to a
GA_NXT request is shown in table 15. The for-
mat of the various objects returned is defined in
6.4.

The Port Type field returns the registered value
for the Port Type, or the null value if no Port Type
is registered for the Port Identifier.

The Port Identifier field indicates the Name Serv-
er entry for which association and other objects
are returned.

The Port Name field returns the registered value
for the Port Name, or the null value if no Port
Name is registered for the Port Identifier.

The Length of Symbolic Port Name field shall
contain a single byte unsigned value indicating
the size of the variable length Symbolic Port
Name.

The Symbolic Port Name field returns the regis-
tered value for the Symbolic Port Name, or the
null value if no Symbolic Port Name is registered
for the Port Identifier.

The Node Name field returns the registered val-
ue for the Node Name, or the null value if no
Node Name is registered for the Port Identifier.

The Length of Symbolic Node Name field shall
contain a single byte unsigned value indicating
the size of the variable length Symbolic Node
Name.

The Symbolic Node Name field returns the regis-
tered value for the Symbolic Node Name, or the
null value if no Symbolic Node Name is regis-
tered for the Port Identifier.

The Initial Process Associator field returns the
registered value for the Initial Process Associa-
tor, or the null value if no Initial Process Associa-
tor is registered for the Port Identifier.

The IP address field returns the registered value
for the IP address, or the null value if no IP ad-
dress is registered for the Port Identifier.

The Class of Service field returns the registered
value for the Class of Service object, or the null
value if no Class of Service object is registered
for the Port Identifier.
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The FC-4 TYPEs object field returns the regis-
tered value for the FC—4 TYPEs object, or the
null value if no FC-4 TYPEs object is registered
for the Port Identifier.

Table 15— FS_ACC NS_DU to GA_NXT

Request
Item Size
(Bytes)
Port Type 1
Port Identifier 3
Port Name 8
Length of Symbolic Port Name (m) 1
Symbolic Port Name m
Reserved 255-m
Node Name 8
Length of Symbolic Node Name (n) 1
Symbolic Node Name n
Reserved 255-n
Initial Process Associator 8
IP address 16
Class of Service 4
FC—4 TYPEs 32

6.6.2 Query — Get Port Name (GPN_ID)

The Name Server shall, when it receives a
GPN_ID request, return the registered Port
Name object for the specified Port Identifier. The
format of the GPN_ID request is shown in table
16. The requestor supplies the Port Identifier for
which the Port Name is sought.

The Name Server may reject the GPN_ID re-
guests for reasons not specified in this docu-
ment.

The format of the reply FS_ACC NS_DU to a

| GPNL_ID request is shown in table 17.
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Table 16 — NS_DU GPN_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3

The Port Name field returns the registered value
for the Port Name, or the null value if no Port
Name is registered for the Port Identifier.

Table 17 — FS_ACC NS_DU to GPN_ID

Request
Item Size
(Bytes)
Port Name 8

6.6.3 Query — Get Node Name (GNN_ID)

The Name Server shall, when it receives a
GNN_ID request, return the registered Node
Name object for the specified Port Identifier. The
format of the GNN_ID request is shown in table
18. The requestor supplies the Port Identifier for
which the Port Name is sought.

The Name Server may reject the GNN_ID re-

quests for reasons not specified in this docu- |

ment.

Table 18 — NS_DU GNN_ID Request Payload

Table 19 - FS_ACC NS_DU to GNN_ID

Request
Item Size
(Bytes)
Node Name 8

6.6.4 Query — Get Class of Service
(GCsS_ID)

The Name Server shall, when it receives a
GCS_ID request, return the registered Class of
Service object for the specified Port Identifier.
The format of the GCS_ID request is shown in ta-
ble 20. The requestor supplies the Port Identifier
for which the Class of Service object is sought.

The Name Server may reject GCS_ID requests
for reasons not specified in this document.

Table 20 - NS_DU GCS_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3

Iltem Size
(Bytes)
Reserved 1
Port Identifier 3

The format of the reply FS_ACC NS_DU to a
| GNN_ID request is shown in table 19.

The Node Name field returns the registered val-
ue for the Node Name, or the null value if no
Node Name is registered for the Port Identifier.

The format of the reply FS_ACC NS_DU to a
GCS_ID request is shown in table 21.

The Class of Service field returns the registered
value for the Class of Service object or the null
value if no Class of Service object is registered
for the Port Identifier.

Table 21 — FS_ACC NS_DU to GCS_ID

Request
Item Size
(Bytes)
Class of Service 4

6.6.5 Query — Get FC-4 TYPEs (GFT_ID)

The Name Server shall, when it receives a
GFT_ID request, return the registered FC-4
TYPEs object for the specified Port Identifier.
The format of the GFT_ID request is shown in ta-
ble 22. The requestor supplies the Port Identifier
for which the FC-4 TYPESs object is sought.
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The Name Server may reject GFT_ID requests
for reasons not specified in this document.

Table 22 — NS_DU GFT_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3

The format of the reply FS_ACC NS_DU to a
GFT_ID request is shown in table 23.

The FC-4 TYPEs field (see 6.4.7) returns the
registered value for the FC—4 TYPEs or the null
value if no FC-4 TYPEs object is registered for
the Port Identifier.

Table 23 - FS_ACC NS_DU to GFT_ID

Request
Item Size
(Bytes)
FC-4 TYPEs 32

6.6.6 Query — Get Symbolic Port Name
(GSPN_ID)

The Name Server shall, when it receives a
GSPN_ID request, return the registered Symbol-
ic Port Name for the specified Port Identifier. The
format of the GSPN_ID request is shown in table
24. The requestor supplies the Port Identifier for
which the Symbolic Port Name is sought.

The Name Server may reject GSPN_ID requests
for reasons not specified in this document.

Table 24 — NS_DU GSPN_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3

The format of the 256 byte reply FS_ACC
NS_DU to a GSPN_ID request is shown in table
25.
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The String length field shall contain a single byte
unsigned value indicating the size of the variable
length Symbolic Port Name.

The Symbolic Port Name field returns the regis-
tered Symbolic Port Name for the specified Port
Name.

Table 25 - FS_ACC NS_DU to GSPN_ID

Request
Item Size
(Bytes)
String length (m) 1
Symbolic Port Name (Octet string) m
Reserved 255-m

6.6.7 Query — Get Port Type (GPT_ID)

The Name Server shall, when it receives a
GPT_ID request, return the registered Port Type
for the specified Port Identifier. The format of the
GPT_ID request is shown in table 26. The re-
guestor supplies the Port Identifier for which the
Port Type is sought.

The Name Server may reject GPT_ID requests
for reasons not specified in this document.

Table 26 — NS_DU GPT_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3

The format of the reply FS_ACC NS_DU to a
GPT_ID request is shown in table 27.

The Port Type field returns the registered Port
Type for the specified Port Identifier or the null
value if no Port Type is registered for the Port
Identifier.

6.6.8 Query — Get Port Identifier (GID_PN)
The Name Server shall, when it receives a

GID_PN request, return the Port Identifier asso-
ciated with the specified Port Name. The format
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Table 27 - FS_ACC NS_DU to GPT_ID

Request
ltem Size
(Bytes)
Port Type 1
Reserved 3

| of the GID_PN request is shown in table 28. The
requestor supplies the Port Name for which the
Port Identifier is sought.

The Name Server may reject GID_PN requests
for reasons not specified in this document

Table 28 — NS_DU GID_PN Request Payload

Size
(Bytes)

Item

Port Name 8

The format of the reply FS_ACC NS_DU to a
GID_PN request is shown in table 29.

The Port Identifier field returns the registered
Port Identifier value for the specified Port Name.

Table 29 - FS_ACC NS_DU to GID_PN

Request
Iltem Size
(Bytes)
Reserved 1
Port Identifier 3

6.6.9 Query — Get Port Identifiers (GID_NN)

The Name Server shall, when it receives a
GID_NN request, return all Port Identifiers regis-
tered for the specified Node Name. The format of
the GID_NN request is shown in table 30. The re-
guestor supplies the Node Name for which asso-
ciated Port Identifiers are sought.

The Name Server may reject the GID_NN re-
guests for reasons not specified in this document

The format of the reply FS_ACC NS_DU to a
| GID_NN request is shown in table 31.

Table 30 — NS_DU GID_NN Request Payload

Item

Size
(Bytes)

Node Name 8

One or more Port ldentifiers are returned. Each
returned Port Identifier is preceded by an 8 bit
Control field. The format of the Control field is:

— Bit 7 is set to zero if the Port Identifier fol-
lowing the Control field is not the last Port
Identifier to be returned by the FS_ACC;
the bit is set to one if the Port Identifier fol-
lowing the Control field is the last Port
Identifier returned by the FS_ACC.

— Bits 6-0 are reserved.

Table 31 - FS_ACC NS_DU to GID_NNb

Request
Item Size
(Bytes)
Control (Orrr rrrr) 1
Port Identifier #1 3
Control (1 rrr rrrr) 1
Port Identifier #n 3

The Port Identifiers may be returned in any order.
Furthermore, the order may be different for every
request even if the same Port Identifiers are re-
turned and the requestor is the same.

6.6.10 Query — Get IP address (GIP_NN)

The Name Server shall, when it receives a
GIP_NN request, return the registered IP ad-
dress for the specified Node Name. The format
of the GIP_NN request is shown in table 32. The
requestor supplies the Node Name for which the
IP address is sought.

The Name Server may reject GIP_NN requests
for reasons not specified in this document
41
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Table 32 — NS_DU GIP_NN Request Payload

Size
(Bytes)

Item

Node Name 8

The format of the reply FS_ACC NS_DU to a
| GIP_NN requestis shown in table 33.

The IP address field returns the registered value
for the IP address or the null value if no IP ad-
dress is registered for the Node Name.

Table 33 - FS_ACC NS_DU to GIP_NN

Request
Item Size
(Bytes)
IP address 16

6.6.11 Query — Get Initial Process Associa-
tor (GIPA_NN)

The Name Server shall when it receives a
GIPA_NN request, return the registered Initial
Process Associator object for the specified Node
Name. The format of the GIPA_NN request is
| shown in table 34. The requestor supplies the
Node Name for which the Initial Process Associ-
ator is sought.

The Name Server may reject GIPA_NN requests
for reasons not specified in this document.
Table 34 — NS_DU GIPA_NN Request Payload

Size
(Bytes)

Item

Table 35— FS_ACC NS_DU to GIPA_NN

Request
ltem Size
(Bytes)
Initial Process Associator 8

6.6.12 Query — Get Symbolic Node Name
(GSNN_NN)

The Name Server shall, when it receives a
GSNN_NN request, return the registered Sym-
bolic Node Name object for the specified Node
Name. The format of the GSNN_NN request is
shown in table 36. The requestor supplies the
Node Name for which the Symbolic Node Name
is sought.

The Name Server may reject GSNN_NN re-
guests for reasons not specified in this docu-
ment.

Table 36 — NS_DU GSNN_NN Request

Payload
Item Size
(Bytes)
Node Name 8

Node Name 8

The format of the reply FS_ACC NS_DU to a
| GIPA_NN request is shown in table 35.

The Initial Process Associator field returns the

registered Initial Process Associator object for
the specified Node Name.
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The format of reply FS_ACC NS_DU to a
GSNN_NN request is shown in table 37.

The String length field shall contain a single byte
unsigned value indicating the size of the variable
length Symbolic Node Name.

The Symbolic Node Name field returns the regis-
tered Symbolic Node Name object for the speci-
fied Node Name.

Table 37 - FS_ACC NS_DU to GSNN_NN

Request
Item Size
(Bytes)
String length (n) 1
Symbolic Node Name (Octet string) n
Reserved 255-n
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6.6.13 Query — Get Node Name (GNN_IP)

The Name Server shall, when it receives a
GNN_IP request, return the registered Node
Name object for the specified IP address. The
format of the GNN_IP request is shown in table
38. The requestor supplies the IP address for
which the Port Name is sought.

The Name Server may reject GNN_IP requests
for reasons not specified in this document.

Table 38 — NS_DU GNN_IP Request Payload

The format of the reply FS_ACC NS_DU to a
GIPA_IP request is shown in table 41.

The Initial Process Associator field returns the
registered value for the Initial Process Associator
or the null value if no Initial Process Associator
have been registered for the specified IP ad-
dress.

Table 41 - FS_ACC NS_DU to GIPA_IP

Item

Size

(Bytes)

IP address 16

The format of the reply FS_ACC NS_DU to a
GNN_IP request is shown in table 39.

The Node Name field returns the registered
Node Name.

Table 39 - FS_ACC NS_DU to GNN_IP

Request
Item Size
(Bytes)
Initial Process Associator 8

Request
Item Size
(Bytes)
Node Name 8

6.6.14 Query — Get Initial Process Associa-
tor (GIPA_IP)

The Name Server shall, when it receives a
GIPA_IP request, return the registered Initial
Process Associator object for the specified IP ad-
dress. The format of the GIPA_IP request is
shown in table 40. The requestor supplies the IP
address for which the Initial Process Associator
is sought.

The Name Server may reject GIPA_IP requests
for reasons not specified in this document.

Table 40 — NS_DU GIPA_IP Request Payload

Iltem Size
(Bytes)

IP address 16

6.6.15 Query — Get Port Identifiers (GID_FT)

The Name Server shall, when it receives a
GID_FT request, return all Port Identifiers having
registered support for the specified FC—-4 TYPE.
The format of the GID_FT request is shown in ta-
ble 42. The requestor supplies the FC-4 TYPE
code (as defined in FC-PH clause 18, table 36)
for which supporting Port Identifiers are sought.

NOTE — The TYPE is specified as an 8-bit encoded
FC-PH value, not as an FC-4 TYPE object.

The Name Server may reject GID_FT requests
for reasons not specified in this document.

Table 42 — NS_DU GID_FT Request Payload

Item Size
(Bytes)
Reserved 3
FC-4 TYPE 1

The format of the reply FS_ACC NS_DU to a
GID_FT request is shown in table 43.

One or more Port Identifiers, having registered
support for the specified FC—4 TYPE, are re-
turned. Each returned Port Identifier is preceded
by an 8 bit Control field. The format of the Control
field is:

— Bit 7 is set to zero if the Port Identifier fol-
lowing the Control field is not the last Port
Identifier to be returned by the FS_ACC;
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the bit is set to one if the Port Identifier fol-
lowing the Control field is the last Port
Identifier returned by the FS_ACC.

— Bits 6-0 are reserved.

The Port Identifiers may be returned in any order.
Furthermore, the order may be different for every
request even if the same Port Identifiers are re-
turned and the requestor is the same.

If no Port Identifier has registered support for the
FC-4 TYPE, then a single null Port Identifier is
returned in the FS_ACC NS_DU.

Table 43 - FS_ACC NS_DU to GID_FT

Request
Iltem Size
(Bytes)
Control Orrrrrrr) 1
Port Identifier #1 3
Control (L rrrrrrr) 1
Port Identifier #n 3

6.6.16 Query — Get Port Identifiers (GID_PT)

The Name Server shall, when it receives a
GID_PT request, return all Port Identifiers having
registered support for the specified Port Type. If
the specified Port Type is equal to ‘Nx_Port’,
then the Name Server shall return all Port Identi-
fiers that have registered Port Types with an un-
signed value of less than hex ‘80, i.e. Port
Identifiers for all registered Unidentified ports,
N_Ports, NL_Ports, F/NL_Ports, etc. The format
of the GID_PT request is shown in table 44. The
requestor supplies the Port Type for which sup-
porting Port Identifiers are sought.

The Name Server may reject GID_PT requests
for reasons not specified in this document.

The format of the reply FS_ACC NS_DU to a
GID_PT request is shown in table 45.

44

Table 44 — NS_DU GID_PT Request Payload

Iltem Size
(Bytes)
Port Type 1
Reserved 3

One or more Port Identifiers, having registered
as the specified Port Type, are returned. Each
returned Port Identifier is preceded by an 8 bit
Control field. The format of the Control field is:

— Bit 7 is set to zero if the Port Identifier fol-
lowing the Control field is not the last Port
Identifier to be returned by the FS_ACC;
the bit is set to one if the Port Identifier fol-
lowing the Control field is the last Port
Identifier returned by the FS_ACC.

— Bits 6-0 are reserved.

The Port Identifiers may be returned in any order.
Furthermore, the order may be different for every
request even if the same Port Identifiers are re-
turned and the requestor is the same.

If no Port Identifier has registered as the request-
ed Port Type, then a single null Port Identifier is
returned in the FS_ACC NS_DU.

Table 45 - FS_ACC NS_DU to GID_PT

Request
Item Size
(Bytes)
Control (Orrr rrrr) 1
Port Identifier #1 3
Control (L rrr rrrr) 1
Port Identifier #n 3

6.7 Registration

Registrations are limited to a single Name Server
object at a time. A registrant submits a tuple,
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consisting of a primary or secondary key object
along with an object to be associated with the
key object. The Port Identifier is the primary key
object and the Node Name the secondary key
object. The secondary key shall not be used as a
key object until it has been registered and asso-
ciated with the primary key.

The registration requests defined for the Name
Service are summarized in table 10.

The Name Server may reject registrations:
— due to Name Server resource limitations;

— of Name Server objects associated with
Alias addresses;

— of Name Server objects associated with
unassigned or unused Port Identifiers.

However, the Name Server shall support regis-
tration of all Name Server object types, once reg-
istration of a single object has been accepted for
a given Port Identifier.

The Name Server shall reject registrations of
Name Server objects associated with:

— known Alias addresses such as:
— Hunt group identifiers;
— Multicast group identifiers.
However, the Name Server shall not be required
to know all Alias addresses nor be required to
validate registration requests with the Alias Serv-

er.

The Name Server shall reject all registrations of
Name Server objects associated with:

— the address identifier hex ‘00 00 00’;

— well-known address identifiers.
The Name Server may reject all registrations of
Name Server objects associated with Fibre

Channel addresses not used or not usable as
Port Identifiers in the Fabric.

The Fabric may register the following objects
once Fabric Login, implicit or explicit, has been
successfully completed:

— Port Type;

— Port Identifier;
— Port Name;

— Node Name;

— Class of Service.

If overlapping registrations for the same object is
performed, then the Name Server shall, when all
registrations have completed, leave the object as
one of the registered object values. However, it
is indeterminate which of the overlapping regis-
tration requests will have won.

A time lag may exist between successful comple-
tion of the registration and the time that the reg-
istered object can be returned in a query. This
time lag is implementation and system depen-
dent but shall not exceed 60 seconds.

6.7.1 Register Port Name (RPN_ID)

The RPN_ID Name Server request shall be used
to associate a Port Name with a given Port Iden-
tifier.

The Name Server shall accept RPN_ID requests
received from the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
load, from the Link Service Facilitator or from the
Fabric Controller. Name Server may reject regis-
tration of the Port Name from any other source.
The Fabric may register the Port Name for a Port
Identifier before explicit Fabric Login (FLOGI)
has completed.

The Name Server shall not attempt validation of
the Port Name object. This means that any 64 bit
Port Name value shall be accepted.

Deregistration may be accomplished by register-
ing a null Port Name (see 6.4.2).

The format of the NS_DU payload for the
RPN_ID request is shown in table 46. The Port
Identifier format shall be as defined in 6.4.1 and
the Port Name as defined in 6.4.2.
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Thereisno NS_DU payload inthe FS_ACC to an

Table 47 — NS_DU RNN_ID Request Payload

RPN_ID Name Server request. ltem Size
Table 46 — NS_DU RPN_ID Request Payload (Bytes)
Item Size Reserved 1
(Bytes) —
Port Identifier 3
Reserved 1
Node Name 8
Port Identifier 3
Port Name 8 load, from the Link Service Facilitator or from the

6.7.2 Register Node Name (RNN_ID)

The RNN_ID Name Server request shall be used
to associate a Node Name with a given Port
Identifier.

The Name Server shall accept RNN_ID requests
received from the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
load, from the Link Service Facilitator or from the
Fabric Controller. Name Server may reject regis-
tration of the Port Name from any other source.
The Fabric may register the Port Name for a Port
Identifier before explicit Fabric Login (FLOGI)
has completed.

The Name Server shall not attempt validation of
the Node Name object. This means that any 64
bit Node Name value shall be accepted.

Deregistration may be accomplished by register-
ing a null Node Name (see 6.4.3).

The format of the NS_DU payload for the
RNN_ID request is shown in table 47. The Port
Identifier format shall be as defined in 6.4.1 and
the Node Name as defined in 6.4.3.

Thereisno NS_DU payload inthe FS_ACC to an
RNN_ID Name Server request.

6.7.3 Reqgister Class of Service (RCS_ID)

The RCS_ID Name Server request shall be used
to record which Classes of Service are supported
by a given Port Identifier.

The Name Server shall accept RCS_ID requests
received from the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
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Fabric Controller. Name Server may reject regis-
tration of the Port Name from any other source.
The Fabric may register the Port Name for a Port
Identifier before explicit Fabric Login (FLOGI)
has completed.

The Name Server shall not attempt validation of
the Class of Service object. This means that any
32 bit Class of Service object value shall be ac-
cepted.

Deregistration may be accomplished by register-
ing a null Class of Service object (see 6.4.4).

The format of the NS_DU payload for the
RCS_ID request is shown in table 48. The Port
Identifier format shall be as defined in 6.4.1 and
the Class of Service object as defined in 6.4.4.

There isno NS_DU payload inthe FS_ACC to an
RCS_ID Name Server request.

Table 48 — NS_DU RCS_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3
Class of Service 4

6.7.4 Register FC—4 TYPEs (RFT_ID)

The RFT_ID Name Server request shall be used
to record which FC—4 TYPEs are supported by a
given Port Identifier.

The Name Server shall accept RFT_ID requests
received from the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
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load, from the Link Service Facilitator or from the
Fabric Controller. Name Server may reject regis-
tration of the Port Name from any other source.

The Name Server shall not attempt validation of
the FC—4 TYPEs object. This means that any 32
byte FC-4 TYPEs object value shall be accept-
ed.

Deregistration may be accomplished by register-
ing a null FC—4 TYPESs object (see 6.4.7).

The format of the NS_DU payload for the
RFT_ID request is shown in table 49. The Port
Identifier format shall be as defined in 6.4.1 and
the FC—4 TYPEs object as defined in 6.4.7.

There is no NS_DU payload in the FS_ACC to a
RFT_ID Name Server request.

Table 49 — NS_DU RFT_ID Request Payload

ltem Size
(Bytes)
Reserved 1
Port Identifier 3
FC-4 TYPEs 32

6.7.5 Register Symbolic Port Name
(RSPN_ID)

The RSPN_ID Name Server request shall be
used to associate a Symbolic Port Name with a
given Port Identifier.

The Name Server may reject registration of the
Symbolic Port Name unless the registration is at-
tempted by the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
load.

The Name Server shall not attempt validation of
the Symbolic Port Name object. This means that
any variable length Symbolic Port Name value
less than 256 bytes long, including a 0 length,
shall be accepted.

Deregistration may be accomplished by register-
| ing anull Symbolic Port Name object (see 6.4.8).

The format of the NS_DU payload for the
RSPN_ID request is shown in table 50. The Port
Identifier format shall be as defined in 6.4.1 the
String length field shall contain a single byte un-
signed value indicating the size of the variable
length Symbolic Port Name, and the Symbolic
Port Name as defined in 6.4.8.

There is no NS_DU payload inthe FS_ACC to an
RSPN_ID Name Server request.

If the RSPN_ID Name Server request is rejected
by the Name Server because the String length
field value does not match the size of the Sym-
bolic Port Name in the NS_DU, then the FS_RJT
reason code shall be ‘Invalid IU Size’, with a rea-
son explanation code of ‘No additional explana-
tion’.

Table 50 — NS_DU RSPN_ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3
String length (n) 1
Symbolic Port Name (Octet string) n

6.7.6 Register Port Type (RPT_ID)

The RPT_ID Name Server request shall be used
to associate a Port Type with a given Port Identi-
fier.

The Name Server shall accept RPT_ID requests
received from the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
load, from the Link Service Facilitator or from the
Fabric Controller. Name Server may reject regis-
tration of the Port Name from any other source.
The Fabric may register the Port Name for a Port
Identifier before explicit Fabric Login (FLOGI)
has completed.

The Name Server shall not attempt validation of
the Port Type object. This means that any 8 bit
value, shall be accepted. Although not precluded
by the Name Server, a Port Identifier shall not
register its Port Type as an Nx_Port.
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Deregistration may be accomplished by register-
ing a null Port Type object (see 6.4.10).

The format of the NS_DU payload for the
RPT_ID request is shown in table 51. The Port
Identifier format shall be as defined in 6.4.1 and
the Port Type as defined in 6.4.10.

Thereisno NS_DU payload inthe FS_ACC to an
RPT_ID Name Server request.

Table 51 — NS_DU RPT_ID Request Payload

not registered with the Name Server, then the
FS_RJT reason code shall be ‘Unable to perform
command request’, with a reason code explana-
tion of ‘Node Name not registered’.

Table 52 — NS_DU RIP_NN Request Payload)

ltem Size
(Bytes)
Node Name 8
IP address 16

Iltem Size
(Bytes)
Reserved 1
Port Identifier 3
Port Type 1
Reserved 3

6.7.7 Regqister IP address (RIP_NN)

The RIP_NN Name Server request shall be used
to associate an IP address with a given Node
Name.

Attempts at registration of an IP address shall be
rejected by the Name Server unless Node Name
registration has been successfully completed
(see 6.7.2). The Name Server may reject regis-
tration of the IP address unless the registration is
attempted by one of the Port Identifiers associat-
ed with the Node Name in the NS_DU payload.

The Name Server shall not attempt validation of |

the IP address object. This means that any
128 bit IP address value shall be accepted.

Deregistration may be accomplished by register-
ing a null IP address object (see 6.4.5).

The format of the NS_DU payload for the
RIP_NN request is shown in table 52. The Node
Name format shall be as defined in 6.4.3 and the
IP address as defined in 6.4.5.

Thereisno NS_DU payload inthe FS_ACC to an
RIP_NN Name Server request.

If the RIP_NN Name Server request is rejected
by the Name Server because the Node Name is
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6.7.8 Register Initial Process Associator
(RIPA_NN)

The RIPA_NN Name Server request shall be
used to associate an Initial Process Associator
with a given Node Name.

Attempts at registration of an Initial Process As-
sociator shall be rejected by the Name Server
unless Node Name registration has been suc-
cessfully completed (see 6.7.2). The Name Serv-
er may reject registration of the Initial Process
Associator unless the registration is attempted
by one of the Port Identifier associated with the
Node Name in the NS_DU payload.

The Name Server shall not attempt validation of
the Initial Process Associator object. This means
that any 8 byte Initial Process Associator value
shall be accepted.

Deregistration may be accomplished by register-
ing a null Initial Process Associator object (see
6.4.6).

The format of the NS_DU payload for the
RIPA_NN request is shown in table 53. The
Node Name format shall be as defined in 6.4.3
and the Initial Process Associator as defined in
6.4.6.

Thereisno NS_DU payload inthe FS_ACC to an
RIPA_NN Name Server request.

If the RIPA_NN Name Server request is rejected
by the Name Server because the Node Name is
not registered with the Name Server, then the
FS_RJT reason code shall be ‘Unable to perform
command request’, with a reason code explana-
tion of ‘Node Name not registered’.
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Table 53 — NS_DU RIPA_NN Request Payload

Item Size
(Bytes)
Node Name 8
Initial Process Associator 8

6.7.9 Register Symbolic Node Name
(RSNN_NN)

The RSNN_NN Name Server request shall be
used to associate a Symbolic Node Name with a
given Node Name.

Attempts at registration of a Symbolic Node
Name shall be rejected by the Name Server un-
less Node Name registration has been success-
fully completed (see 6.7.2). The Name Server
may reject registration of the Symbolic Node
Name unless the registration is attempted by one
of the Port Identifier associated with the Node
Name in the NS_DU payload.

The Name Server shall not attempt validation of
the Symbolic Node Name object. This means
that any variable length Symbolic Node Name
value less than 256 bytes long, including a 0
length, shall be accepted.

Deregistration may be accomplished by register-
ing a null Symbolic Node Name object (see
6.4.9).

The format of the NS_DU payload for the
RSNN_NN request is shown in table 54. The
Node Name format shall be as defined in 6.4.3,
the String length field shall contain a single byte
unsigned value indicating the size of the variable
length Symbolic Node Name, and the Symbolic
Node Name as defined in 6.4.9.

There is no NS_DU payload in the FS_ACC to a
RSNN_NN Name Server request.

If the RSNN_NN Name Server request is reject-
ed by the Name Server because the Node Name
is not registered with the Name Server, then the
FS_RJT reason code shall be ‘Unable to perform
command request’, with a reason code explana-
tion of ‘Node Name not registered’;

If the RSNN_NN Name Server request is reject-
ed by the Name Server because the String
length field value does not match the size of the
Symbolic Node Name in the NS_DU, then the
FS_RJT reason code shall be ‘Invalid IU Size’,
with a reason code explanation of ‘No additional
explanation’.

Table 54 — NS_DU RSNN_NN Request

Payload
Iltem Size
(Bytes)
Node Name 8
String length (n) 1
Symbolic Port Name (Octet string) n

6.8 Deregistration

Only one global deregistration request is defined
for the Name Server. The requests defined for
the Name Service are all summarized in table 10.

6.8.1 Remove all (DA_ID)

The DA_ID shall be used to delete all entries and
associations for a given Port Identifier in the
Name Server’s data base.

The Name Server shall accept DA_ID requests
received from the Port with its address identifier
equal to the Port Identifier in the NS_DU pay-
load, from the Link Service Facilitator or from the
Fabric Controller. Name Server may reject regis-
tration of the Port Name from any other source.

The Fabric should not issue the DA_ID Name
Server request, unless the address identifier is
removed as a Port Identifier, has disappeared
from the Fabric or if the address identifier has
been reused.

The format of the NS_DU payload for the DA_ID
request is shown in table 55. The Port Identifier
format shall be as defined in 6.4.1.

There is no NS_DU payload in the FS_ACC to a
DA_ID Name Server request.

If the DA_ID Name Server request is rejected by
the Name Server because the Port Identifier is
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not registered with the Name Server, then the
FS_RJT reason code shall be ‘Unable to perform
command request’, with a reason code explana-
tion of ‘Port Identifier not registered’.
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Table 55 — NS_DU DA _ID Request Payload

Item Size
(Bytes)
Reserved 1
Port Identifier 3
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7 SNMP based management service

The SNMP based management service is op-
tionally provided within the Fibre Channel sys-
tem and its sub-systems. Management service
covers the following areas:

configuration management;
— performance management;
— fault 