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Introduction 

• WG 7 was established following a resolution made at the JTC 1 Meeting in  
Tel Aviv, Israel in November 2009, to provide ongoing development of the 
“Reference model for sensor network applications and services” project by 
transferring ISO/IEC 29182 from SC 6 to WG 7. 

• WG 7 has active participation by several countries around the world, 
including China, Finland, Germany, Norway, S. Korea, UK, and USA as well as 
organizations such as OGC. 

• Meetings: 

– London, UK, March 8-12, 2010 

– Gaithersburg, MD, USA, August 23-27, 2010 

– Sophia-Antipolis, France, March 28 – April 1, 2011 

– Helsinki, Finland, August 29 – September 2, 2011 

– Wuxi, China, March 19-23, 2012 

– Bamberg, Germany, September 10-14, 2012 

– Abu Dhabi, UAE, March 17-21, 2013 

• Convener: Dr. Yongjin Kim, Modacom Co., Ltd (cap@modacom.co.kr) 

• Secretariat: Ms. Jooran Lee, Korean Standards Association (jooran@kisi.or.kr) 

mailto:cap@modacom.co.kr
mailto:jooran@kisi.or.kr


Revised ToR (Nov. 2012) (I) 
• In the area of generic solutions for sensor networks, undertake 

standardization activities that support and can be applied to the technical 
work of all relevant JTC 1 entities and to other standards organizations.  
This includes activities in sensor networks such as the following: 

a) Standardization of terminology. 

b) Development of a taxonomy. 

c) Standardization of reference architectures. 

d) Development of guidelines for interoperability. 

e) Standardization of specific aspects of sensor networks 

• In the area of application-oriented sensor networks, identify gaps and 
commonalities that may impact standardization activities within the scope 
of JTC 1.  Further, share this information with relevant entities within and 
outside of JTC 1.  Unless better pursued within another JTC 1 entity, the 
following standardization activities may be pursued as projects by this 
Working Group: 

a) Addressing the technology gaps within the scope of JTC 1 entities 

b) Exploiting technology opportunities where it is desirable to provide common 
approaches to the use of sensor networks across application domains 

c) Addressing emerging areas related to M2M and IoT 



Revised ToR (Nov. 2012) (II) 

• In order to foster communication and sharing of information between 
groups working in the field of sensor networks: 

a) Seek liaison relationships with all relevant JTC 1 SCs/WGs. 

b) Seek liaison relationships with other organizations outside JTC 1 including 
but not limited to: relevant ISO TCs, IEC TCs and ITU‐T SGs, IEEE 1451, IEEE 
1588, IEEE P2030, IEEE 802.15, Open Geospatial Consortium, ZigBee Alliance, 
IETF 6LoWPAN, IETF ROLL WG, ETSI, IPSO Alliance, EPCglobal, ISA 100, 
LONMARK, KNX Association, Zwave Alliance 

c) Consider the possibility of conducting joint projects with relevant ITU‐T SG. 

d) Seek input from relevant research projects and consortia. 



Vertical Markets: 
Some Applications of Sensor Networks 

• Energy and Utilities, e.g. Smart Grid Systems 

• Environmental Monitoring 

• Logistics and Supply Chain Management 

• Healthcare 

• Intelligent Transportation 

• Defense and Military 

• Asset Management 



Current WG 7 Projects 

• ISO/IEC 29182, Sensor Network Reference Architecture (SNRA) 

– A 7-part family of standards 

• ISO/IEC 20005, Services and Interfaces Supporting Collaborative 

Information Processing in Intelligent Sensor Networks 

• ISO/IEC 30101, Sensor Network and its Interfaces for Smart Grid System 

• ISO/IEC 30128, Generic Sensor Network Application Interface 



ISO/IEC 29182, SNRA 

• The purpose of the 29182 family of International Standards (ISs) is to 

– provide guidance to facilitate the design and development of sensor networks, 

– improve interoperability of sensor networks, and 

– make sensor networks plug-and-play, so that it becomes fairly easy to 

add/remove sensor nodes to/from an existing sensor network. 

• The 29182 family of standards can be used by sensor network designers, 

software developers, and service providers to meet customer 

requirements, including any applicable interoperability requirements. 



The Seven Parts of ISO/IEC 29182 

• Part 1: General overview and requirements 

• Part 2: Vocabulary/terminology 

• Part 3: Reference architecture views 

• Part 4: Entity models 

• Part 5: Interface definitions 

• Part 6: Application profiles 

• Part 7: Interoperability guidelines 



ISO/IEC 29182-1 
• Overview of Sensor 

Networks 

– Network architecture 
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perspectives 
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connected to other 

networks) 

• Characteristics of 

Sensor Networks 

– Unique characteristics 
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sensor networks from 
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networks 
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ISO/IEC 29182-2 

• Presents terms and definitions for selected concepts relevant to the 

field of sensor networks. 

• Establishes a general description of concepts in this field and identifies 

the relationships among those concepts. 



ISO/IEC 29182-3 (I) 

• Presents SNRA 

from business, 

operational, 

system, and 

technical 

viewpoints. 

• Focuses on 

high-level 

architecture 

views which 

can be further 

developed by 

system 

developers and 

implementers 

for specific 

applications 

and services. Sensor Network Functional Architecture 
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ISO/IEC 29182-3 (II) 

Detect 

Assess 

Respond 

Decide 

Confirm 

Monitor 

Potential Detected 
Object Identification 

Observation 
Information 

Detected Object 
Determination 

Detected Object 
Parameters 

Action or Reaction 
Completed 

Feedback Loop for Confirmation or Status 

Sensor Operational 
Planning and 
Programming 

Detected Object Location 
Data 

Additional Data on Detected 
Object if Available (Data Level) 

Collaborative Information on 
Detected Object (Decision Level) 

from Other Source if Available 

Observational Data on Detected Object 
from Other Sensors If Available 

Observational Data on Detected Object  

Physical Operation Activity Model 



ISO/IEC 29182-4 (I) 
• Provides basic 

information about 

and high-level 

models for 

various entities 

that comprise a 

sensor network. 

• Physical 

entities are 

pieces of 

hardware and 

actual devices 

or components 

thereof that 

form the 

network, such 

as sensor 

nodes and 

gateways. Physical Entities of a Sensor Network 



ISO/IEC 29182-4 (II) 
• Functional 

entities 

represent 

certain tasks 

that may be 

carried out on 

one or more 

types of 

physical entity. 

Functional Entities of a Sensor Network 



ISO/IEC 29182-5 

• Provides 

definitions and 

requirements for 

– the interfaces 

between 

functional 

layers in the 

SNRA 

– the interfaces 

between 

entities in the 

SNRA that 

enable sensor 

network 

services and 

applications 
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ISO/IEC 29182-6 (I) 
• Provides a 

compilation of sensor 

network applications 

for which International 

Standardized Profiles 

(ISPs) are needed. 

• Provides guidelines 

for a structured 

description of sensor 

network applications. 

• Provides an example 

of a structured sensor 

network application 

description. 

• These descriptions 

support the 

development of ISPs 

in a follow up step. 

Management of Mobile Assets in Hospitals 



ISO/IEC 29182-6 (II): A Structured Description 
of Sensor Network Applications 

• General Information 

– Purpose 

– General Requirements 

• Architecture 

– General Description 

– Physical Entities 

– Operation Processes 

– Necessary Functions 

– Communication Network Architecture 

– Relevant Interfaces 



ISO/IEC 29182-7 (I) 

Provides a 

general 

overview and 

guidelines for 

achieving 

interoperability 

between service 

providers and 

related entities 

in a 

heterogeneous 

sensor network. 

Ideal situation from an interoperability point of view 



ISO/IEC 29182-7 (II) 

. 

Using Multiple Interfaces on a Gateway for Interoperability 

Using a Generic Standardized Sensor Network Interface for Interoperability 



ISO/IEC 20005 (I) 

• Scope 

– CIP functionalities 

and CIP functional 

model 

– Common services 

supporting CIP 

– Common services 

interfaces to CIP 



ISO/IEC 20005 (II) 

• Services supporting CIP are conceptually divided into two classes: 

– Core Services (CS) 

– Enhanced Services (ES) 

• ISO/IEC 20005 specifies 7 core services and 3 enhanced services 

supporting CIP in intelligent sensor networks. 



ISO/IEC 30101 (I) 
• Investigates how sensor networks can support Smart Grid technologies for 

power generation, distribution, networks, energy storage, load efficiency, 

control communications, and associated environmental challenges. 

• Characterizes the requirements for the sensor network to support these 

applications.  Data from sensors in Smart Grid systems is collected, 

transmitted, published and acted upon to ensure efficient coordination of 

various systems and subsystems.  The intelligence derived from sensor 

networks supports synchronization, monitoring and responding, command 

and control, data/information processing, security, information routing, and 

human-grid display/graphical interfaces. 

• This International Standard specifies 

̶ Sensor network architecture to support smart grid systems 

̶ Interfaces between sensor networks and other networks 

̶ Interface between sensor networks and smart grid systems 

̶ Sensor network based emerging applications and services to support smart 

grid systems 

̶ Visualization of sensor/device status and data/information flow in large scale 

heterogeneous network systems, such as geospatial information systems 



ISO/IEC 30101 (II) 

NIST Smart Grid Conceptual Model 

[from the NIST Smart Grid Roadmap Document] 



ISO/IEC 30101 (III) 

NIST Conceptual Reference Diagram for Smart Grid 
Information Network [from NIST Smart Grid Roadmap] 



Leads to cost-effective mass production and 

proliferation of sensor networks! 

ISO/IEC 30128 (I) 

• Describes generic sensor network applications and capabilities. 

• Specifies the interface between the application layers of service 

providers and sensor network gateways, which is Protocol A in 

Interface 3, defined in ISO/IEC 29182-5. 



ISO/IEC 30128 (II) 
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ISO/IEC 30128 (III) 



Status of WG 7 Projects (I) 

ISO/IEC Designation # Title & Scope Current Status 

ISO/IEC 29182 SNRA Part 1 General Overview and Requirements 
Presents an overview of sensor networks, 
their characteristics and general 
requirements. 

DIS 

ISO/IEC 29182 SNRA Part 2 Vocabulary and Terminology 
This is a repository of terms and definitions 
used in the WG 7 projects. 

DIS 

ISO/IEC 29182 SNRA Part 3 Reference Architecture Views 
Presents the architecture for sensor networks 
from business, operational, system, and 
technical viewpoints. 

DIS 

ISO/IEC 29182 SNRA Part 4 Entity Models 
Categorizes sensor network entities into two 
classes – physical and functional – and 
provides models for them. 

DIS 

ISO/IEC 29182 SNRA Part 5 Interface Definitions 
Defines the interfaces between functional 
layers and those enabling sensor network 
services and applications. 

DIS 



Status of WG 7 Projects (II) 

ISO/IEC Designation # Title & Scope Current Status 

ISO/IEC 29182 SNRA Part 6 Application Profiles 
Provides a compilation of sensor network 
applications and guidelines for a structured 
way of describing them. 

WD 

ISO/IEC 29182 SNRA Part 7 Interoperability Guidelines 
Provides design principles for interoperability 
of heterogeneous sensor networks. 

CD 

ISO/IEC 20005 Services and Interfaces Supporting 
Collaborative Information Processing in 
Intelligent Sensor Networks 
Specifies CIP functionalities, common services 
supporting CIP, and interfaces between such 
services and CIP. 

DIS 

ISO/IEC 30101 Sensor Network and Its Interface for Smart 
Grid System 
Specifies a sensor network architecture to 
support smart grid systems, the interface 
between the two, and emerging applications 
and services to support smart grid systems. 

WD 



Status of WG 7 Projects 

ISO/IEC Designation # Title & Scope Current Status 

ISO/IEC 30128 Generic Sensor Network Application Interface 
Describes generic sensor network applications 
and capabilities and specifies the interface 
between the application layers of service 
providers and sensor network gateways, 
which is Protocol A in Interface 3, defined in 
ISO/IEC 29182-5. 

WD 



Proposed New Project: Uniform identification 
scheme for sensor network managed objects 

• Scope: 

̶ This IS aims at enabling a uniform sensor network management domain 

over isolated management domains established by different managed-

object identification schemes of each sensor network type. 

̶ It describes (i) an overview of isolated sensor network management 

domains and (ii) a uniform identification scheme for every managed 

object to provide uniform management. 

• Going through JTC 1 NP ballot process. 



WG 7 Plans vis-à-vis M2M/IoT/CPS 
• It is widely accepted that 

sensors/actuators and more generally 
sensor networks are important 
components in IoT. 

• In fact, they represent the most 
exciting and game-changing growth 
area for the Internet that will improve 
our quality of life in no small way. 

• WG 7 is well positioned to contribute 
to the development of M2M/IoT/CPS. 

• WG 7 will be happy to work with other 
SDOs (SCs, TCs, etc) to develop the 
needed standards to facilitate the 
adoption and wide deployment of 
M2M/IoT/CPS. 

• WG 7 plans to discuss how best to do 
this and lay down a strategy in its 
upcoming meeting in Abu Dhabi in 
March 2013. 

IoT Conceptual Diagram [from IoT-A]   


