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Document Date: 04/16/2024 

To: INCITS Members  

Reply To: Deborah J. Spittle 

Subject: Public Review and Comments Register for the Adoption of: 

 
Due Date: 

 
The public review is from April 19, 2024, to June 18, 2024. 
 

Action: The InterNational Committee for Information Technology Standards (INCITS) announces that the 
subject-referenced document(s) is being circulated for a 60-day public review and comment 
period.  Comments received during this period will be considered and answered.  Commenters 
who have objections/suggestions to this document should so indicate and include their reasons.   
 
All comments should be forwarded not later than the date noted above to the following address:  
 
INCITS Secretariat/ITI 
700 K Street NW - Suite 600  
Washington DC  20001 
Email:  comments@standards.incits.org  (preferred) 

This public review also serves as a call for patents and any other pertinent issues (copyrights, 
trademarks).  Correspondence regarding intellectual property rights may be emailed to the INCITS 
Secretariat at patents@itic.org. 

 

INCITS/ISO/IEC 24714:2023[202x] Biometrics - Cross-jurisdictional and societal aspects of biometrics - 
General guidance 

INCITS/ISO/IEC 29120-1:2022[202x] Information technology- Machine-readable test data for biometric 
testing and reporting - Part 1: Test reports 

INCITS/ISO/IEC 30107-1:2023[202x] Information technology- Biometric presentation attack detection Part 
1: Framework 

INCITS/ISO/IEC 30107-3:2023[202x] Information technology - Biometric presentation attack detection - 
Part 3: Testing and reporting 

INCITS/ISO/IEC 30107-4:2024[202x] Information technology - Biometric presentation attack detection - 
Part 4: Profile for testing of mobile devices 

INCITS/ISO/IEC 30108-2:2023[202x] Biometrics - Identity attributes verification services - Part 2: RESTful 
specification 

INCITS/ISO/IEC 39794-2:2023[202x] Information technology - Extensible biometric data interchange 
formats Part 2: Finger minutiae data 
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INCITS/ISO/IEC 39794-
4:2019/AM1:2023[202x] 

Information technology -Extensible biometric data interchange 
formats - Part 4: Finger image data - Amendment 1: Extension 
towards improved interoperability with ANSI/NIST-ITL 

INCITS/ISO/IEC 5338:2023[202x] Information technology - Artificial intelligence - AI system life cycle 
processes 

INCITS/ISO/IEC 5339:2024[202x] Information technology - Artificial intelligence -  
Guidance for AI applications 

INCITS/ISO/IEC 10779:2020[202x] Information technology - Office equipment - Accessibility guidelines 
for older persons and persons with disabilities 

INCITS/ISO/IEC 13818-1:2023[202x] Information technology- Generic coding of moving pictures and 
associated audio information - Part 1: Systems 

INCITS/ISO/IEC 13888-1:2020[202x] Information security - Non-repudiation - Part 1: General 
INCITS/ISO/IEC 15444-8:2023[202x] Information technology - JPEG 2000 image coding system 

Part 8: Secure JPEG 2000 

INCITS/ISO/IEC 15444-9:2023[202x] Information technology - JPEG 2000 image coding system - Part 9: 
Interactivity tools, APIs and protocols 

INCITS/ISO/IEC 15944-10:2023[202x] Information technology- Business operational view - Part 10: IT-
enabled coded domains as semantic components in business 
transactions 

INCITS/ISO/IEC 18032:2020[202x] Information security - Prime number generation 
INCITS/ISO/IEC 19157-1:2023[202x] Geographic information - Data quality - Part 1: General requirements 
INCITS/ISO/IEC 19774-1:2019[202x] Information technology - Computer graphics, image processing and 

environmental data representation - Part 1: Humanoid animation 
(HAnim) architecture 

INCITS/ISO/IEC 19774-2:2019[202x] Information technology - Computer graphics, image processing and 
environmental data representation - Part 2: Humanoid animation 
(HAnim) motion data animation 

INCITS/ISO/IEC 24761:2019[202x] Information technology - Security techniques - Authentication context 
for biometrics 

INCITS/ISO/IEC 27007:2020[202x] Information security, cybersecurity and privacy protection 
Guidelines for information security management systems auditing 

INCITS/ISO/IEC 27035-1:2023[202x] Information technology - Information security incident management 
Part 1: Principles and process 

INCITS/ISO/IEC 27035-2:2023[202x] Information technology - Information security incident management 
Part 2: Guidelines to plan and prepare for incident response 

INCITS/ISO/IEC 27036-1:2021[202x] Cybersecurity - Supplier Relationships - Part 1: Overview And 
Concepts 

INCITS/ISO/IEC 29100:2024[202x] Information technology - Security techniques - Privacy framework 
INCITS/ISO/IEC 29121:2021[202x] Information technology- Digitally recorded media for information 

interchange and storage - Data migration method for optical disks for 
long-term data storage 

INCITS/ISO/IEC 29146:2024[202x] Information technology - Security techniques - A framework for 
access management 

INCITS/ISO/IEC 30111:2019[202x] Information technology - Security techniques - Vulnerability handling 
processes 

INCITS/ISO/IEC 5218:2022[202x] Information technology - Codes for the representation of human 
sexes 



INCITS/ISO/IEC 6523-1:2023[202x] Information technology - Structure for the identification of 
organizations and organization parts - Part 1: Identification of 
organization identification schemes 

 


