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Document Date: 01/11/2024 

To: INCITS Members  

Reply To: Deborah J. Spittle 

Subject: Public Review and Comments Register for the Adoption of: 

 
Due Date: 

 
The public review is from January 19, 2024, to March 19, 2024. 
 

Action: The InterNational Committee for Information Technology Standards (INCITS) announces that the 
subject-referenced document(s) is being circulated for a 60-day public review and comment 
period.  Comments received during this period will be considered and answered.  Commenters 
who have objections/suggestions to this document should so indicate and include their reasons.   
 
All comments should be forwarded not later than the date noted above to the following address:  
 
INCITS Secretariat/ITI 
700 K Street NW - Suite 600  
Washington DC  20001 
Email:  comments@standards.incits.org  (preferred) 

This public review also serves as a call for patents and any other pertinent issues (copyrights, 
trademarks).  Correspondence regarding intellectual property rights may be emailed to the INCITS 
Secretariat at patents@itic.org. 

 

INCITS/ISO/IEC 19989-1:2020[202x] Information security - Criteria and methodology for security 
evaluation of biometric systems - Part 1: Framework 

INCITS/ISO/IEC 19989-2:2020[202x] Information security - Criteria and methodology for security 
evaluation of biometric systems - Part 2: Biometric recognition 
performance 

INCITS/ISO/IEC 19989-3:2020[202x] Information security - Criteria and methodology for security 
evaluation of biometric systems - Part 3: Presentation attack 
detection 

INCITS/ISO/IEC 20897-1:2020[202x] Information security, cybersecurity and privacy protection - 
Physically unclonable functions - Part 1: Security requirements 

INCITS/ISO/IEC 23837-1:2023[202x] Information security - Security requirements, test and evaluation 
methods for quantum key distribution - Part 1: Requirements 
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INCITS/ISO/IEC 24392:2023[202x] Cybersecurity - Security reference model for industrial internet 
platform (SRM- IIP) 

INCITS/ISO/IEC 27050-1:2019[202x] Information technology - Electronic discovery - Part 1: Overview and 
concepts 

INCITS/ISO/IEC 27071:2023[202x] Cybersecurity - Security recommendations for establishing trusted 
connections between devices and services 

INCITS/ISO/IEC 4922-1:2023[202x] Information security - Secure multiparty computation - Part 1: 
General 

INCITS/ISO/IEC 9797-1:2011/AM1:2023[202x] Information technology — Security techniques - Message 
Authentication Codes (MACs) - Part 1: Mechanisms using a block 
cipher - Amendment 1 

INCITS/ISO/IEC 1539-1:2023[202x] Programming Languages - Fortran - Part 1: Base Language 

 


