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| ISO/IEC 10118-1:2016/AM1:2021[202x] | Information technology - Security techniques - Hash-functions - Part 1: General - Amendment 1: Padding methods for sponge functions |
| ISO/IEC 10118-2:2010/COR1:2011[202x] | Information technology - Security techniques - Hash-functions - Part 2: Hash-functions using an n-bit block cipher - Technical Corrigendum 1 |
| ISO/IEC 11770-3:2015/AM1:2017[202x] | Information technology - Security techniques - Key management - Part 3: Mechanisms using asymmetric techniques - Amendment 1: Blinded Diffie-Hellman key agreement |
| ISO/IEC 13888-2:2010/COR1:2012[202x] | Information technology - Security techniques - Non-repudiation - Part 2: Mechanisms using symmetric techniques - Technical Corrigendum 1 |
| ISO/IEC 18033-2:2006/AM1:2017[202x] | Information technology - Security techniques - Encryption algorithms - Part 2: Asymmetric ciphers - Amendment 1: FACE |
| ISO/IEC 18033-3:2010/AM1:2021[202x] | Information Technology - Security Techniques - Encryption Algorithms - Part 3: Block Ciphers - Amendment 1: SM4 |
| ISO/IEC 18367:2016[202x] | Information technology - Security techniques - Cryptographic algorithms and security mechanisms conformance testing |
| ISO/IEC 20009-2:2013[202x] | Information Technology - Security Techniques - Anonymous Entity Authentication - Part 2: Mechanisms Based On Signatures Using A Group Public Key |
| ISO/IEC 20009-4:2017[202x] | Information technology - Security techniques - Anonymous entity authentication - Part 4: Mechanisms based on weak secrets |
| ISO/IEC 20085-1:2019[202x] | IT Security techniques - Test tool requirements and test tool calibration methods for use in testing non-invasive attack mitigation techniques in cryptographic modules - Part 1: Test tools and techniques |
| ISO/IEC 20543:2019[202x] | Information technology - Security techniques - Test and analysis methods for random bit generators within ISO/IEC 19790 and ISO/IEC 15408 |
| ISO/IEC 21827:2008[202x] | Information technology - Security techniques - Systems Security Engineering - Capability Maturity Model® (SSE-CMM®) |
| ISO/IEC 21878:2018[202x] | Information technology - Security techniques - Security guidelines for design and implementation of virtualized servers |
| ISO/IEC 27021:2017[202x] | Information technology - Security techniques - Competence requirements for information security management systems professionals |
| ISO/IEC 27031:2011[202x] | Information technology - Security techniques - Guidelines for information and communication technology readiness for business continuity |
| ISO/IEC 27034-1:2011/COR1:2014[202x] | Information technology - Security techniques - Application security - Part 1: Overview and concepts - Technical Corrigendum 1 |
| ISO/IEC 27034-1:2011[202x] | Information technology - Security techniques - Application security - Part 1: Overview and concepts |
| ISO/IEC 29150:2011/COR1:2014[202x] | Information technology - Security techniques - Signcryption - Technical Corrigendum 1 |
| ISO/IEC 29192-1:2012[202x] | Information technology - Security techniques - Lightweight cryptography - Part 1: General |
| ISO/IEC 9797-3:2011/AM1:2020[202x] | Information technology - Security techniques - Message Authentication Codes (MACs) - Part 3: Mechanisms using a universal hash-function - Amendment 1 |
| ISO/IEC 9798-4:1999/COR1:2009[202x] | Information technology - Security techniques - Entity authentication - Part 4: Mechanisms using a cryptographic check function - Technical Corrigendum 1 |
| ISO/IEC 9798-4:1999/COR2:2012[202x] | Information technology - Security techniques - Entity authentication - Part 4: Mechanisms using a cryptographic check function - Technical Corrigendum 2 |