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| Document Date: | 11/02/2021 |
| To: | INCITS Members |
| Reply To: | [Deborah J. Spittle](mailto:dspittle@itic.org) |
| Subject: | Public Review and Comments Register for the Adoption of: |
| **Due Date:** | **The public review is from November 5, 2021, to January 4, 2022.** |
| Action: | The InterNational Committee for Information Technology Standards ([INCITS](http://www.incits.org/)) announces that the subject-referenced document(s) is being circulated for a 60-day public review and comment period. Comments received during this period will be considered and answered. Commenters who have objections/suggestions to this document should so indicate and include their reasons.  All comments should be forwarded not later than the date noted above to the following address:  INCITS Secretariat/ITI  1101 K Street NW - Suite 610  Washington DC 20005-3922  Email: [comments@standards.incits.org](mailto:comments@standards.incits.org) (preferred)  *This public review also serves as a call for patents and any other pertinent issues (copyrights, trademarks). Correspondence regarding intellectual property rights may be emailed to the INCITS Secretariat at* [*patents@itic.org*](mailto:patents@itic.org)*.* |
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| ISO/IEC 14776-224:2019 | Information Technology - Small Computer System Interface (SCSI) - Part 224: Fibre Channel Protocol For SCSI, Fourth Version (FCP-4) |
| ISO/IEC 14776-232:2001 | Information Technology - Small Computer System Interface (SCSI) - Part 232: Serial Bus Protocol-2 (SBP-2) |
| ISO/IEC 14776-415:2019 | Information Technology - Small Computer System Interface (SCSI) - Part 415: SCSI Architecture Model - 5 (SAM-5) |
| ISO/IEC 14776-481:2019 | Information Technology - Small Computer System Interface (SCSI) - Part 481: Security Features For SCSI Commands (SFSC) |
| ISO/IEC 23001-1:2006/COR1:2007 | Information technology - MPEG systems technologies - Part 1: Binary MPEG format for XML - Technical Corrigendum 1 |
| ISO/IEC 23001-1:2006/COR2:2007 | Information technology - MPEG systems technologies - Part 1: Binary MPEG format for XML - Technical Corrigendum 2 |
| ISO/IEC 23001-9:2016 | Information technology - MPEG systems technologies - Part 9: Common encryption of MPEG-2 transport streams |
| ISO/IEC 23008-2:2020/AM1:2021 | Information technology - High efficiency coding and media delivery in heterogeneous environments - Part 2: High efficiency video coding - Amendment 1: Shutter interval information SEI message |
| ISO/IEC 23544:2021 | Information Technology - Data centres - Application Platform Energy Effectiveness (APEE) |
| ISO/IEC 27033-6:2016 | Information technology — Security techniques — Network security — Part 6: Securing wireless IP network access |
| ISO/IEC 29151:2017 | Information Technology - Security Techniques - Code Of Practice For Personally Identifiable Information Protection |
| ISO/IEC 30134-1:2016/AM1:2018 | Information technology - Data centres - Key performance indicators - Part 1: Overview and general requirements - Amendment 1 |
| ISO/IEC 30134-1:2016 | Information technology - Data centres - Key performance indicators - Part 1: Overview and general requirements |
| ISO/IEC 30134-2:2016/AM1:2018 | Information technology - Data centres - Key performance indicators - Part 2: Power usage effectiveness (PUE) - Amendment 1 |
| ISO/IEC 30134-2:2016 | Information technology - Data centres - Key performance indicators - Part 2: Power usage effectiveness (PUE) |
| ISO/IEC 30134-3:2016/AM1:2018 | Information technology - Data centres - Key performance indicators - Part 3: Renewable energy factor (REF) - Amendment 1 |
| ISO/IEC 30134-3:2016 | Information technology - Data centres - Key performance indicators - Part 3: Renewable energy factor (REF) |