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|  |  |
| --- | --- |
| ISO/IEC 10373-6:2020/AM1:2021 | Cards and security devices for personal identification - Test methods - Part 6: Contactless proximity objects - Amendment 1: Dynamic power level management |
| ISO/IEC 10373-6:2020/AM2:2020 | Cards and security devices for personal identification - Test methods - Part 6: Contactless proximity objects - Amendment 2: Enhancements for harmonization |
| ISO/IEC 11693-2:2009 | Identification cards - Optical memory cards - Part 2: Co-existence of optical memory with other machine readable technologies |
| ISO/IEC 11693-3:2015 | Identification cards - Optical memory cards - Part 3: Authentication techniques |
| ISO/IEC 14443-2:2020/AM1:2021 | Cards and security devices for personal identification - Contactless proximity objects - Part 2: Radio frequency power and signal interface - Amendment 1: Dynamic power level management |
| ISO/IEC 14443-3:2018/AM1:2021 | Cards and security devices for personal identification - Contactless proximity objects - Part 3: Initialization and anticollision - Amendment 1: Dynamic power level management |
| ISO/IEC 14443-3:2018/AM2:2020 | Cards and security devices for personal identification - Contactless proximity objects - Part 3: Initialization and anticollision — Amendment 2: Enhancements for harmonization |
| ISO/IEC 14443-4:2018/AM2:2020 | Cards and security devices for personal identification - Contactless proximity objects - Part 4: Transmission protocol - Amendment 2: Enhancements for harmonization |
| ISO/IEC 17839-1:2014 | Information technology - Biometric System-on-Card - Part 1: Core requirements |
| ISO/IEC 17839-2:2015/AM1:2021 | Information technology - Biometric System-on-Card - Part 2: Physical characteristics - Amendment 1: Additional specifications for fingerprint biometric capture devices |
| ISO/IEC 17839-2:2015 | Information technology - Biometric System-on-Card - Part 2: Physical characteristics |
| ISO/IEC 17839-3:2016 | Information technology - Identification cards - Biometric System-on-Card - Part 3: Logical information interchange mechanism |
| ISO/IEC 18328-1:2015 | Identification cards - ICC-managed devices - Part 1: General framework |
| ISO/IEC 18328-3:2016 | Identification cards - ICC-managed devices - Part 3: Organization, security and commands for interchange |
| ISO/IEC 18328-4:2018 | Identification cards - ICC-managed devices - Part 4: Test methods for logical characteristics |
| ISO/IEC 18584:2015 | Information technology - Identification cards - Conformance test requirements for on-card biometric comparison applications |
| ISO/IEC 18745-1:2018 | Test methods for machine readable travel documents (MRTD) and associated devices - Part 1: Physical test methods for passport books (durability) |