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Web PINS: Project Initiation Notification System

Dear ANSI-Accredited Standards Developer,

Deborah Spittle

Thank you for your support of the American National Standards process.

We are in receipt of your ITI (INCITS) PINS 22 submittals. Your request will be processed in accordance with the Standards
Action Publication Schedule. Within two weeks of your submission, you will receive an acknowledgment email indicating the
publication date of your request. Please retain a copy of this submittal receipt as well as the acknowledgment email as
documentation subject to ANSI audit. If you fail to receive the acknowledgement email, or if you have any questions
concerning your submission, please contact us at psa@ansi.org.

Designation Title of Standard Project Intent

INCITS/ISO/IEC 19785-
1:2020[202x]

Information technology - Common Biometric Exchange Formats
Framework - Part 1: Data element specification

Adopt identical ISO or IEC
standard and revise
current ANS

INCITS/ISO/IEC 19785-
3:2020[202x]

Information technology - Common Biometric Exchange Formats
Framework - Part 3: Patron format specifications

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 19794-
13:2018[202x]

Information Technology - Biometric Data Interchange Formats - Part
13: Voice Data

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC
20027:2018[202x]

Information technology - Guidelines for slap tenprint fingerprintture
Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 2382-
37:2017[202x]

Information technology - Vocabulary - Part 37: Biometrics
Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 24779-
4:2017[202x]

Information technology - Cross-jurisdictional and societal aspects of
implementation of biometric technologies - Pictograms, icons and
symbols for use with biometric systems - Part 4: Fingerprint
applications

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 24779-
5:2020[202x]

Information technology - Cross-jurisdictional and societal aspects of
implementation of biometric technologies - Pictograms, icons and
symbols for use with biometric systems - Part 5: Face applications

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30106-
1:2016/AM1:2019[202x]

Information technology - Object oriented BioAPI - Part 1: Architecture
- Amendment 1: Additional specifications and conformance
statements

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30106-
1:2016[202x]

Information technology - Object oriented BioAPI - Part 1: Architecture
Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30106-
2:2020[202x]

Information technology - Object oriented BioAPI - Part 2: Java
implementation

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30106-
3:2020[202x]

Information technology - Object oriented BioAPI - Part 3: C#
implementation

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30106-
4:2019[202x]

Information technology - Object oriented BioAPI - Part 4: C++
implementation

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30107-
1:2016[202x]

Information technology - Biometric presentation attack detection -
Part 1: Framework

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30107- Information technology - Biometric presentation attack detection - Adopt identical ISO or IEC
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		Designation_of_Proposed_Standard		Title_of_Standard		Project_Intent		Supersedes_or_Affects		Identify_ISO_or_IEC_standard_to_be_adopted		Includes_text_from_ISO_or_IEC_standard?		Scope_Summary		Project_Need		Identify_Stakeholders		Revises a previous PINS submittal		Unit_of_Measure		Solicit New Consensus Body Members		Modify Submittal		Notes

		INCITS/ISO/IEC 19785-1:2020[202x]		Information technology - Common Biometric Exchange Formats Framework - Part 1: Data element specification		Adopt identical ISO or IEC standard and revise current ANS		INCITS/ISO/IEC 19785-1:2015[2018]		ISO/IEC 19785-1:2020		Yes		Defines structures and data elements for biometric information records (BIRs);  the concept of a domain of use to establish the applicability of a standard or specification that conforms with CBEFF requirements; the concept of a CBEFF patron format, which is a published BIR format specification that complies with CBEFF requirements, specified by a CBEFF patron; the abstract values and associated semantics of a set of CBEFF data elements to be used in the definition of CBEFF patron formats. This document describes methods to define CBEFF patron formats using CBEFF data elements to specify the structure of BIRs, including the standard biometric headers (SBHs).		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 19785-3:2020[202x]		Information technology - Common Biometric Exchange Formats Framework - Part 3: Patron format specifications		Adopt identical ISO or IEC standard		ISO/IEC 19785-3:2020		ISO/IEC 19785-3:2020		Yes		Specifies and publishes registered Common Biometric Exchange Formats Framework (CBEFF) patron formats defined by the CBEFF patron ISO/IEC JTC 1/SC 37, and specifies their registered CBEFF patron format types (see ISO/IEC 19785-1) and resulting full ASN.1 OIDs.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 19794-13:2018[202x]		Information Technology - Biometric Data Interchange Formats - Part 13: Voice Data		Adopt identical ISO or IEC standard		ISO/IEC 19794-13:2018		ISO/IEC 19794-13:2018		Yes		Specifies a data interchange format that can be used for storing, recording, and transmitting digitized acoustic human voice data (speech) assumed to be from a single speaker recorded in a single session. This format is designed specifically to support a wide variety of Speaker Identification and Verification (SIV) applications, both text-dependent and text-independent, with minimal assumptions made regarding the voice data capture conditions or the collection environment.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 20027:2018[202x]		Information technology - Guidelines for slap tenprint fingerprintture		Adopt identical ISO or IEC standard		ISO/IEC 20027:2018		ISO/IEC 20027:2018		Yes		Provides guidelines to follow during the acquisition process of slap tenprints in order to obtain fingerprints of the best quality possible within acceptable time constraints.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 2382-37:2017[202x]		Information technology - Vocabulary - Part 37: Biometrics		Adopt identical ISO or IEC standard		ISO/IEC 2382-37:2017		ISO/IEC 2382-37:2017		Yes		Etablishes a systematic description of the concepts in the field of biometrics pertaining to recognition of human beings and reconciles variant terms in use in pre-existing biometric standards against the preferred terms, thereby clarifying the use of terms in this field.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 24779-4:2017[202x]		Information technology - Cross-jurisdictional and societal aspects of implementation of biometric technologies - Pictograms, icons and symbols for use with biometric systems - Part 4: Fingerprint applications		Adopt identical ISO or IEC standard		ISO/IEC 24779-4:2017		ISO/IEC 24779-4:2017		Yes		Contains a set of symbols, icons and pictograms to help the general public understand the concepts and procedures for using electronic systems that collect and/or process fingerprints. This set of symbols, icons and pictograms is designed to be used to: identify the type of biometric device, provide static instructions related to a fingerprint device, display dynamic real-time information related to the fingerprint device, and indicate the status of the fingerprint device.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 24779-5:2020[202x]		Information technology - Cross-jurisdictional and societal aspects of implementation of biometric technologies - Pictograms, icons and symbols for use with biometric systems - Part 5: Face applications		Adopt identical ISO or IEC standard		ISO/IEC 24779-5:2020		ISO/IEC 24779-5:2020		Yes		Contains a set of pictograms, icons and symbols to help the general public understand the concepts and procedures for using electronic systems that collect and/or evaluate facial images. Operators can use this document, with the possibility of using additional symbols and information. This set of pictograms, icons and symbols is designed to be used to: identify the type of biometric sensor; provide supporting instructions related to facial image collection.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30106-1:2016/AM1:2019[202x]		Information technology - Object oriented BioAPI - Part 1: Architecture - Amendment 1: Additional specifications and conformance statements		Adopt identical ISO or IEC standard		ISO/IEC 30106-1:2016/AM1:2019		ISO/IEC 30106-1:2016/AM1:2019		Yes		Amendment 1 to ISO/IEC 30106-1:2016.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30106-1:2016[202x]		Information technology - Object oriented BioAPI - Part 1: Architecture		Adopt identical ISO or IEC standard		ISO/IEC 30106-1:2016		ISO/IEC 30106-1:2016		Yes		Specifies an architecture for a set of interfaces which define the OO BioAPI. Components defined in this part of ISO/IEC 30106 include a framework, Biometric Service Providers (BSPs), Biometric Function Providers (BFPs) and a component registry. NOTE Each of these components have an equivalent component specified in ISO/IEC 19784&#8209;1 as the OO BioAPI is intended to be an OO interpretation of this part of ISO/IEC 30106.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30106-2:2020[202x]		Information technology - Object oriented BioAPI - Part 2: Java implementation		Adopt identical ISO or IEC standard		ISO/IEC 30106-2:2020		ISO/IEC 30106-2:2020		Yes		Specifies an interface of a BioAPI Java framework and BioAPI Java BSP, which will mirror the corresponding components, specified in ISO/IEC 30106-1. The semantic equivalent of ISO/IEC 30106-1 is maintained in this document.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30106-3:2020[202x]		Information technology - Object oriented BioAPI - Part 3: C# implementation		Adopt identical ISO or IEC standard		ISO/IEC 30106-3:2020		ISO/IEC 30106-3:2020		Yes		Specifies an interface of a BioAPI C# framework and BioAPI C# BSP which mirror the corresponding components specified in ISO/IEC 30106-1. The semantic equivalence of this document will be maintained with ISO/IEC 30106-2 (Java implementation). In spite of the differences in actual parameters passed between functions, the names and interface structure are the same.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30106-4:2019[202x]		Information technology - Object oriented BioAPI - Part 4: C++ implementation		Adopt identical ISO or IEC standard		ISO/IEC 30106-4:2019		ISO/IEC 30106-4:2019		Yes		Secifies an interface of a BioAPI C++ framework and BioAPI C++ BSP which will mirror the corresponding components specified in ISO/IEC 30106-1. The semantic equivalence of this document will be maintained with ISO/IEC 30106-2 (Java implementation) and ISO/IEC 30106-3 (C# implementation). In spite of the differences in actual parameters passed between functions, the names and interface structure are the same.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30107-1:2016[202x]		Information technology - Biometric presentation attack detection - Part 1: Framework		Adopt identical ISO or IEC standard		ISO/IEC 30107-1:2016		ISO/IEC 30107-1:2016		Yes		Provide a foundation for PAD through defining terms and establishing a framework through which presentation attack events can be specified and detected so that they can be categorized, detailed and communicated for subsequent decision making and performance assessment activities. This foundation is intended to not only introduce and frame the topics of presentation attacks and PAD but also to benefit other standards projects. This standard does not advocate a specific standard PAD method. The scope is limited to describing attacks that take place at the sensor during the presentation and collection of biometric characteristics.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30107-2:2017[202x]		Information technology - Biometric presentation attack detection - Part 2: Data formats		Adopt identical ISO or IEC standard		ISO/IEC 30107-2:2017		ISO/IEC 30107-2:2017		Yes		Defines data formats for conveying the mechanism used in biometric presentation attack detection and for conveying the results of presentation attack detection methods. The attacks considered in the ISO/IEC 30107 series take place at the sensor during the presentation and collection of the biometric characteristics. Any other attacks are outside the scope of this document.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30107-3:2017[202x]		Information technology - Biometric presentation attack detection - Part 3: Testing and reporting		Adopt identical ISO or IEC standard		ISO/IEC 30107-3:2017		ISO/IEC 30107-3:2017		Yes		Establishes principles and methods for performance assessment of presentation attack detection mechanisms; reporting of testing results from evaluations of presentation attack detection mechanisms; a classification of known attack types (in an informative annex).		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30107-4:2020[202x]		Information technology - Biometric presentation attack detection - Part 4: Profile for testing of mobile devices		Adopt identical ISO or IEC standard		ISO/IEC 30107-4:2020		ISO/IEC 30107-4:2020		Yes		Provides requirements for testing biometric presentation attack detection (PAD) mechanisms on mobile devices with local biometric recognition. This document lists requirements from ISO/IEC 30107-3 specific to mobile devices. It also establishes new requirements not present in ISO/IEC 30107-3. For each requirement, the profile defines an Approach in Presentation Attack Detection (PAD) Testing for Mobile Devices. For some requirements, numerical values or ranges are provided in the form of best practices. This profile is applicable to mobile devices that operate as closed systems with no access to internal results, including mobile devices with local biometric recognition as well as biometric modules for mobile devices.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30136:2018[202x]		Information technology - Performance testing of biometric template protection schemes		Adopt identical ISO or IEC standard		ISO/IEC 30136:2018		ISO/IEC 30136:2018		Yes		Supports evaluation of the accuracy, secrecy, and privacy of biometric template protection schemes. It establishes definitions, terminology, and metrics for stating the performance of such schemes. Particularly, this document establishes requirements for the measurement and reporting of: theoretical and empirical accuracy of biometric template protection schemes, theoretical and empirical probability of a successful attack on biometric template protection schemes (single or multiple), and the information leaked about the original biometric when one or more biometric template protection schemes are compromised. ISO/IEC 30136:2018 also gives guidance on measuring and reporting diversity and unlinkability of templates.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 30137-1:2019[202x]		Information technology - Use of biometrics in video surveillance systems - Part 1: System design and specification		Adopt identical ISO or IEC standard		ISO/IEC 30137-1:2019		ISO/IEC 30137-1:2019		Yes		Defines the key terms for use in the specification of biometric technologies in a VSS, including metrics for defining performance;  provides guidance on selection of camera types, placement of cameras, image specification etc. for the operation of a biometric recognition capability in conjunction with a VSS; provides guidance on the composition of the gallery (or watchlist) against which facial images from the VSS are compared, including the selection of appropriate images of sufficient quality, and the size of the gallery in relation to performance requirements; makes recommendations on data formats for facial images and other relevant information (including metadata) obtained from video footage, used in watchlist images, or from observations made by human operators.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 39794-1:2019[202x]		Information technology - Extensible biometric data interchange formats - Part 1: Framework		Adopt identical ISO or IEC standard		ISO/IEC 39794-1:2019		ISO/IEC 39794-1:2019		Yes		Specifies rules and guidelines for defining extensible biometric data interchange formats that are extensible without invalidating previous data structures; the meaning of common data elements for use in extensible biometric data interchange formats; common data structures for tagged binary data formats based on an extensible specification in ASN.1; common data structures for textual data formats based on an XML schema definition; and conformance testing concepts and methodologies for testing the syntactic conformance of biometric data blocks.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 39794-4:2019[202x]		Information technology - Extensible biometric data interchange formats - Part 4: Finger image data		Adopt identical ISO or IEC standard		ISO/IEC 39794-4:2019		ISO/IEC 39794-4:2019		Yes		Specifies generic extensible data interchange formats for the representation of friction ridge image data: a tagged binary data format based on an extensible specification in ASN.1 and a textual data format based on an XML schema definition that are both capable of holding the same information; examples of data record contents; application specific requirements, recommendations, and best practices in data acquisition; and conformance test assertions and conformance test procedures applicable to this document.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 39794-5:2019[202x]		Information technology - Extensible biometric data interchange formats - Part 5: Face image data		Adopt identical ISO or IEC standard		ISO/IEC 39794-5:2019		ISO/IEC 39794-5:2019		Yes		Specifies generic extensible data interchange formats for the representation of face image data: A tagged binary data format based on an extensible specification in ASN.1 and a textual data format based on an XML schema definition that are both capable of holding the same information; examples of data record contents; application specific requirements, recommendations, and best practices in data acquisition; and conformance test assertions and conformance test procedures applicable to this document.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						

		INCITS/ISO/IEC 39794-6:2021[202x]		Information technology - Extensible biometric data interchange formats - Part 6: Iris image data		Adopt identical ISO or IEC standard		ISO/IEC 39794-6:2021		ISO/IEC 39794-6:2021		Yes		Specifies generic extensible data interchange formats for the representation of iris image data: a tagged binary data format based on an extensible specification in ASN.1 and a textual data format based on an XML schema definition that are both capable of holding the same information, examples of data record contents, application specific requirements, recommendations, and best practices in data acquisition, and conformance test assertions and conformance test procedures applicable to this document.		Adoption of this international standard is beneficial to the ICT Industry		ICT Industry				Metric						





2:2017[202x] Part 2: Data formats standard

INCITS/ISO/IEC 30107-
3:2017[202x]

Information technology - Biometric presentation attack detection -
Part 3: Testing and reporting

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30107-
4:2020[202x]

Information technology - Biometric presentation attack detection -
Part 4: Profile for testing of mobile devices

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC
30136:2018[202x]

Information technology - Performance testing of biometric template
protection schemes

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 30137-
1:2019[202x]

Information technology - Use of biometrics in video surveillance
systems - Part 1: System design and specification

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 39794-
1:2019[202x]

Information technology - Extensible biometric data interchange
formats - Part 1: Framework

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 39794-
4:2019[202x]

Information technology - Extensible biometric data interchange
formats - Part 4: Finger image data

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 39794-
5:2019[202x]

Information technology - Extensible biometric data interchange
formats - Part 5: Face image data

Adopt identical ISO or IEC
standard

INCITS/ISO/IEC 39794-
6:2021[202x]

Information technology - Extensible biometric data interchange
formats - Part 6: Iris image data

Adopt identical ISO or IEC
standard


